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ATSC Standard:
Signaling, Delivery, Synchronization, and Error Protection

1. SCOPE
This document specifies protocols used for delivery and synchronization of media and non-timed
data in the ATSC 3.0 system.

1.1 Introduction and Background

This document specifies the technical mechanisms and procedures pertaining to Service signaling
and IP-based delivery of a variety of ATSC 3.0 Services and contents to ATSC 3.0-capable
receivers over broadcast, broadband and hybrid broadcast/broadband networks. The Service
signaling functionality defines the data formats and information components necessary to discover
and acquire user Services. The IP-based delivery functionality specifies two application transport
protocols for the carriage of media content and Service signaling data over broadcast and/or
broadband networks to receivers. The delivery functionality also includes mechanisms for the
synchronization of media components delivered on the same or different transport networks, and
application-layer forward error correction methods that enable error-free reception and
consumption of media streams or discrete file objects.

1.2 Organization
This document is organized as follows:
e Section 1 — Scope and organization
e Section 2 — Lists references and applicable documents.

e Section 3 — Provides a definition of terms, acronyms, and abbreviations for this
document.

e Section 4 — System overview

e Section 5 — Service signaling overview

e Section 6 — Specification of low-layer signaling

e Section 7 — Specification of service-layer signaling

e Section 8 — Specification of delivery, synchronization, and AL-FEC
e Annex A — Real-time Object delivery over Unidirectional Transport (ROUTE)
e Annex B — Signaling instance examples

e Annex C — Filtering for signaling fragments

e Annex D — Template-based compression

e Annex E — Acquisition and Playback of Service Using MMTP

e Annex F — Rating Region Table Requirements

e Annex G — Emergency Message Signaling

e Annex H — Media Type Registrations

2. REFERENCES

All referenced documents are subject to revision. Users of this Standard are cautioned that newer
editions might or might not be compatible.
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2.1 Normative References

The following documents, in whole or in part, as referenced in this document, contain specific
provisions that are to be followed strictly in order to implement a provision of this Standard.
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[4]
[5]
[6]
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[9]
[10]

[11]

[12]

[13]

[14]

[15]

[16]

ATSC: “ATSC Standard: Program and System Information Protocol for Terrestrial Broadcast
and Cable,” Doc. A/65:2013, Advanced Television Systems Committee, Washington, D.C.,
7 August 2013.

ATSC: “ATSC- Mobile DTV Standard, Part 4: Announcement”, Doc. A/153 Part 4:2009,
Advanced Television Systems Committee, Washington, D.C., October 2009.

ATSC: “ATSC Standard: System Discovery and Signaling,” Doc. A/321:2016, Advanced
Television Systems Committee, Washington, D.C., 23 March 2016.

ATSC: “ATSC Standard: Physical Layer Protocol,” Doc. A/322:2018, Advanced Television
Systems Committee, Washington, D.C., 26 December 2018.

ATSC: “ATSC Standard: Service Announcement,” Doc. A/332:2017, Advanced Television
Systems Committee, Washington, D.C., 6 December 2017.
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3. DEFINITION OF TERMS

With respect to definition of terms, abbreviations, and units, the practice of the Institute of
Electrical and Electronics Engineers (IEEE) as outlined in the Institute’s published standards [15]
shall be used. Where an abbreviation is not covered by IEEE practice or industry practice differs
from IEEE practice, the abbreviation in question is described in Section 3.3 of this document.

3.1 Compliance Notation

This section defines compliance terms for use by this document:

shall — This word indicates specific provisions that are to be followed strictly (no deviation is
permitted).

shall not — This phrase indicates specific provisions that are absolutely prohibited.

should — This word indicates that a certain course of action is preferred but not necessarily
required.

should not — This phrase means a certain possibility or course of action is undesirable but not
prohibited.

3.2 Treatment of Syntactic Elements

This document contains symbolic references to syntactic elements used in the audio, video, and
transport coding subsystems. These references are typographically distinguished by the use of a
different font (e.g., restricted), may contain the underscore character (e.g., sequence_end_code) and
may consist of character strings that are not English words (e.g., dynmg).

3.2.1 Reserved Elements

One or more reserved bits, symbols, fields, or ranges of values (i.e., elements) may be present in
this document. These are used primarily to enable adding new values to a syntactical structure
without altering its syntax or causing a problem with backwards compatibility, but they also can
be used for other reasons.

The ATSC default value for reserved bits is ‘1°. There is no default value for other reserved
elements. Use of reserved elements except as defined in ATSC Standards or by an industry
standards setting body is not permitted. See individual element semantics for mandatory settings
and any additional use constraints. As currently-reserved elements may be assigned values and
meanings in future versions of this Standard, receiving devices built to this version are expected
to ignore all values appearing in currently-reserved elements to avoid possible future failure to
function as intended.

ATSC Reserved indicates that only ATSC has currently defined values. Industry Reserved
indicates that other SDO’s have defined values and users are advised to consult the ATSC Code
Point Registry [63].
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3.3 Acronyms and Abbreviations

The following acronyms and abbreviations are used within this document.
2D — Two dimensional

3D — Three dimensional

3GPP - 3" Generation Partnership Program

AEA — Advanced Emergency Alert

AEA-MF — AEA Message Format

AEAT — AEA Table

ALC — Asynchronous Layered Coding

AL-FEC — Application Layer Forward Error Correction
ALP — ATSC 3.0 Link-layer Protocol

APD — Associated Procedure Description

API — Application Programming Interface

ATSC — Advanced Television Systems Committee
AU — Access Unit

A/V — Audio/Visual

BA — Broadcaster Application

BCP — Best Current Practice

BMFF — Base Media File Format

BSID - Broadcast Stream ID

bslbf — bit string, left bit first

CAP — Common Alerting Protocol

CCI - Congestion Control Information

CENC — Common ENCryption

CMS - Cryptographic Message Syntax

CP — Codepoint

CRI - Clock Relation Information

CSS — Cascading Style Sheet

CTA — Consumer Technology Association

CVS — Coded Video Sequence

DASH — Dynamic Adaptive Streaming over HTTP
DASH-IF — DASH Industry Forum

DDE — Data Delivery Event

DF — Don’t Fragment

DOI - Digital Object Identifier

DRM - Digital Rights Management

DTV — Digital TeleVision

DVB-T — Digital Video Broadcasting — Terrestrial
DVR - Digital Video Recorder

DWD - Distribution Window Description

EA — Emergency Alert

EAN — Emergency Action Notification
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EAS — Emergency Alert System

EBn — Elementary Stream Buffer (n'" instance)

EDT — Eastern Daylight Time

EFDT — Extended File Delivery Table

EIDR — Entertainment IDentifier Registry

EME — Encrypted Media Extensions

ERT — Expected Residual Time

ESG — Electronic Service Guide

ESRS — Erroneous-Second Ratio with one (1) out of 20 seconds (5%) with errors
ETSI — European Telecommunications Standards Institute
FCC - Federal Communications Commission

FDD - File Delivery Description

FDT - File Delivery Table

FEC — Forward Error Correction

FIC — Fast Information Channel

FLUTE - File Delivery over Unidirectional Transport
FSK — Frequency Shift Keyed/Keying

GB - GigaByte(s)

GFD — Generic File Delivery

GoP — Group of Pictures

GPS — Global Positioning System

HD — High Definition

HDTYV — HD TeleVision

HELD — HTML Entry pages Location Description
HEVC - High Efficiency Video Coding

HRBM — Hypothetical Receiver Buffer Model

HTML — Hypertext Markup Language

HTMLS5 — Hypertext Markup Language, 5 major version
HTTP — Hypertext Transfer Protocol

HTTPS — Secure Hypertext Transfer Protocol

Hz — Hertz

TANA — Internet Assigned Numbers Authority

ID — Identifier or Identity

IDR — Instantaneous Decode Refresh

IEC — International Electrotechnical Commission
IEEE — Institute of Electrical and Electronic Engineers
IERS - International Earth Rotation and Reference Systems Service
IETF — Internet Engineering Task Force

IP — Internet Protocol

IPv4 — Internet Protocol version 4

IS — Initialization Segment

ISO — International Standards Organization
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ITU-R — International Telecommunication Union Radiocommunication Sector
JS — JavaScript

LAN — Local Area Network

LCT - Layered Coding Transport

LLS — Low Level Signaling

LMT - Link Mapping Table

LTE — Long-Term Evolution

MA3 — MMT ATSC 3.0 Signaling Message

MAC — Media Access Control

MBMS — Multimedia Broadcast/Multicast Service
MDE — Media Delivery Event

MHTML — MIME Encapsulation of Aggregate Documents, such as HTML
MIME — Multipurpose Internet Mail Extensions
MMT — MPEG Media Transport

MMTP — MPEG Media Transport Protocol

MP — MMT Package

MPD — Media Presentation Description

MPEG — Moving Picture Experts Group

MPI — Media Presentation Information

MPT — MMT Package Table

MPU — Media Processing Unit

MSB — Most Significant Bit

NACK - Negative ACKnowledgment

NAL — Network Abstraction Layer

NORM — NACK-Oriented Reliable Multicast
NRT — Non-Real Time

NTP — Network Time Protocol

OASIS - Organization for the Advancement of Structured Information Standards
OTI - Object Transmission Information

PAT — MPEG-2 Program Association Table

PHY - PHYsical layer

PLP — Physical Layer Pipe

PSIP — Program and System Information Protocol
PTP — Precision Time Protocol

QoS — Quality of Service

RAP — Random Access Point

RF — Radio Frequency

RFC - Request for Comments

RMT - Reliable Multicast Transport

ROUTE - Real-Time Object Delivery over Unidirectional Transport
RRT - Rating Region Table

RSAT — Regional Service Availability Table
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SBN — Source Block Number

SCT — Sender Current Time

SDO - Standards Developing Organization

SDP — Session Description Protocol

SGC - Standard Geographical Classification

SLS — Service Layer Signaling

SLT — Service List Table

S/MIME - Secure/Multipurpose Internet Mail Extensions
SMPTE — Society of Motion Picture & Television Engineers
S-TSID — Service-based Transport Session Instance Description
TAI — International Atomic Time

TBn — Transport Buffer (n'" instance)

TCP — Transmission Control Protocol

T-MDE — Transport Media Delivery Event

TOI — Transport Object Identifier

TOL — Transport Object Length

TR — Technical Report

T-RAP — Transport Random Access Point

TS — ‘Technical Specification’ or ‘Transport Stream’

TSI — Transport Session Identifier

TSID — Transport Stream Identifier

TV — TeleVision

UDP — User Datagram Protocol

UHD - Ultra High Definition

UML - Unified Modeling Language

UMTS — Universal Mobile Telecommunications System
URI — Uniform Resource Identifier

URL — Uniform Resource Locator

URN — Uniform Resource Name

USBD/USD — User Service Bundle Description / User Service Description
UTC — Universal Coordinated Time

UTF-8 — Unicode Transformation Format — 8-bit

UUID - Universally Unique Identifier

VCT - Virtual Channel Table

W3C — Worldwide Web Consortium

WAN — Wide Area Network

XML - eXtensible Markup Language

XSD - eXtensible Markup Language Schema Definition
XSL — eXtensible Stylesheet Language

3.4 Terms
The following terms are used within this document.
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App-Based Feature — Service component consisting of an application, optional files to be used
by the application, and optional notifications directing the application to take particular actions
at particular times.

App-Based Service — Service consisting entirely of app-based features, which provide the user
interface for the Service.

Asset — Any multimedia data entity that is associated with a unique identifier and that is used for
building a multimedia presentation.

Bootstrap Signaling (Information) — Synonymous with Low Level Signaling (LLS) information
implemented by the Service List Table (SLT) in support of rapid RF channel scanning and
Service acquisition by the receiver through discovery of Service Layer Signaling (SLS)
information.

Broadcast Stream — The abstraction for an RF channel which is defined in terms of a carrier
frequency centered within a specified bandwidth.

Broadcaster Application — See A/344 [46].

Byte-Range-based File Repair — The method of file repair whereby in the event of incomplete
file reception over broadcast delivery, the receiver, as the file repair client, calculates the byte
range(s) corresponding to the missing source symbols, and uses HTTP partial GET (or nominal
HTTP GET) to retrieve that data from the repair server. The repair server, as a conventional
HTTP server, is AL-FEC unaware, and stores the file object as the resource to be returned in
part or in whole according to the client request.

Coded Video Sequence — Sequence parameter sets which apply to a series of consecutive coded
video pictures.

Data Delivery Event (DDE) — A Data Delivery Event (DDE) is the result of a block based
MAC/PHY delivering relevant contents of a specific physical layer block to a specific ROUTE
session at specific time.

DASH Client — A DASH Client per the DASH-IF [12] profile.

DASH Media Presentation — A DASH Media Presentation per the DASH-IF [12] profile.

DASH Media Presentation Description (MPD) — A DASH MPD per the DASH-IF [12] profile.

DASH Media Segment — A DASH Media Segment per the DASH-IF [12] profile

DASH Period — A DASH Period per the DASH-IF [12] profile.

DASH Representation — A DASH Representation per the DASH-IF [12] profile.

DASH Segment — Refers to a DASH Initialization Segment or Media Segment per the DASH-IF
[12] profile).

Default Video — For a Service that includes multiple video assets, indicates the video preferred by
the Service provider for selection in the absence of an action, instruction or configuration to
make an alternate selection.

DRM Data Service — Service that delivers arbitrary data to specified DRM system.

EA Service — Service that delivers rich media resources that are referenced in an emergency alert
CAP message.

ESG Service — Service that delivers Electronic Service Guide (ESG) information.

Extended FDT Instance — An instance of the FLUTE [30] FDT that includes extensions. An
Extended FDT Instance may be transported as the EFDT element within the Srcflow element
(see Section A.3.2.2), or as an FLUTE FDT-Instance element in TOI=0 in accordance with
[30].
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(HTTP) File Repair — HTTP transactions between the receiver and a network repair server,
conducted over the broadband channel, which enables the receiver to recover partially
delivered object(s).

Filter Code — An integer which represents a personalization description. Filter Codes are created
by broadcasters according to broadcasters’ particular personalization categories, such as truck
owner, sustaining member, or a zip code. Filter Codes are unique within the scope of an
AppContextID described in A/344 [46]. Filter Codes may be associated with files (see
File@filtercodes in Section A.3.3.2.3.1).

IP-ID — Identification field of IPv4 packet.

Linear Audio/Video Service — Service consisting of one or more continuous video components,
one or more continuous audio components, each associated with one or more of the video
components, and one or more closed caption components, each associated with one or more of
the audio components, all streamed in real time. May also contain app-based features.

Linear Audio-only Service — Service consisting of one or more continuous audio components
and one or more closed caption components, each associated with one or more of the audio
components, all streamed in real time. May also contain app-based features.

LLS (Low Level Signaling) — Signaling information which supports rapid channel scans and
bootstrapping of Service acquisition by the receiver.

long form content — As defined in ATSC A/85 [65], “Show or program related material or
essence. The typical duration is greater than approximately two to three minutes.”

Media Delivery Event (MDE) — The arrival of a collection of bytes that is meaningful to the
upper layers of the stack, for example the media player and decoder(s). MDE data blocks have
delivery deadlines. The grouping of bytes that is a RAP is a “Delivery” in ROUTE and the
arrival of these bytes is an “Event” at an upper layer. See Section 8.1.1.5.2 for further details.

Media Processing Unit — Generic container for independently decodable timed or non-timed data
that is media codec agnostic.

MMT Package — Logical collection of media data, delivered using the MMT protocol.

MMT Protocol — Application layer transport protocol for delivering MMTP payload over IP
networks.

MMTP Packet — Formatted unit of the media data to be delivered using the MMT protocol.

MP Table — MMT Package Table containing information on MMT assets/content components.

MPI message — MMT signaling message containing an MPI Table.

MPI Table —- MMT table containing presentation information.

MPT message — MMT signaling message containing an MP Table.

PLP (Physical Layer Pipe) — A portion of the RF channel which has certain modulation and
coding parameters.

Random Access Point (RAP) — A Random Access Point is the starting byte of a sequence of data
that allows an applicable media client and decoder to start.

Real Time Service RAP — A Real Time Service Random Access Point (Real Time Service RAP)
is defined as a point in the delivery of the data required to start a Real Time Service, at which
point a receiver can acquire that Service with minimal delay.

Receiver — See A/344 [46].

Repair Symbol — A symbol containing information generated by the AL-FEC code which can be
used to recover lost source symbols of the transport object.
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reserved — Set aside for future use by a Standard.

Service — A collection of media components presented to the user in aggregate; components can
be of multiple media types; a Service can be either continuous or intermittent; a Service can
be Real Time or Non-Real Time; Real Time Service can consist of a sequence of TV programs.

short form content — As defined in ATSC A/85 [65], “Advertising, commercial, promotional or
public service related material or essence. Also termed ‘interstitial’ content. The typical
duration is less than approximately two to three minutes.”

SLS (Service Layer Signaling) — Signaling which provides information for discovery and
acquisition of ATSC 3.0 Services and their content components.

SLT (Service List Table) — Table of signaling information which is used to build a basic Service
listing and provide bootstrap discovery of SLS.

Source Symbol — A symbol containing information from the transport object.

Staggercast — A robustness feature that can be optionally added to audio components consisting
of delivery of a redundant version of a main audio component, possibly coded with lower
quality (lower bitrate, number of channels, etc.), and with a significant delay ahead of the audio
with which it is associated. Receivers that support the Staggercast feature can switch to the
Staggercast stream should main audio become unavailable. The delivery delay between
Staggercast audio and main audio is chosen to be high enough to provide robustness thanks to
sufficient time diversity between the two.

S-TSID (Service-based Transport Session Instance Description) — An SLS XML fragment
which provides the overall session description information for the transport session(s), i.e. LCT
channel(s) of ROUTE session(s), which carry the content components of an ATSC 3.0 Service.

Symbol — A unit of data processed by an FEC code; e.g., N bytes of data. A symbol is always
considered as a unit—i.e., it is either completely received or completely lost.

Transport Media Delivery Event (T-MDE) — A Transport Media Delivery Event is a Media
Delivery Event wrapped in IP/UDP/ROUTE.

Transport Random Access Point (T-RAP) — A Transport Random Access Point (T-RAP) is the
first byte of a Random Access Point as expressed in [IP/UDP/ROUTE transport.

USBD/USD (User Service Bundle Description / User Service Description) — The XML-based
SLS fragment which provides entry point information for the description and discovery of the
technical details of an ATSC 3.0 Service.

3.5 Extensibility

The protocols specified in the present Standard are designed with features and mechanisms to
support extensibility. In general, the mechanisms include:

e Use of “protocol version” fields
e Definition of fields and values reserved for future use

e Use of XML, which is inherently extensible by means of future addition of new attributes
and elements, potentially associated with different namespaces

Receiving devices are expected to disregard reserved values, and unrecognized or unsupported
descriptors, XML attributes and elements.

3.6 XML Schema and Namespace

A number of new XML elements are defined and used in this Standard. These elements provide
various Service signaling elements and attributes defined in this Standard (see for example
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Sections 6 Low Level Signaling, Section 7 Service Layer Signaling, and Annex A ROUTE
protocol). These new XML elements are defined with separate namespaces in schema documents
that accompany this Standard. The namespaces used by various schemas are described in
individual sections of the present document. The sub-string part of namespaces between the right-
most two ‘/° delimiters indicate major and minor version of the schemas. The schemas defined in
this present document shall have version ‘1.0°, which indicates major version is 1 and minor
version is 0.

The namespace designator, “xs:”, and many terms in the “Data Type” column of tables is a
shorthand for datatypes defined in W3C XML Schema [43] and shall be as defined there.

In order to provide flexibility for future changes in the schema, decoders of XML documents
with the namespaces defined in the present document should ignore any elements or attributes they
do not recognize, instead of treating them as errors.

All element groups and attribute groups are explicitly extensible with elements and attributes,
respectively. Elements can only be extended from namespaces other than the target namespace.
Attributes can be extended from both the target namespace and other namespaces. If the XML
schema does not permit this for some element, that is an error in the schema.

XML schemas shall use processContents="strict" in order to reduce inadvertant typos in
instance documents. Further, users are encouraged to modify the IETF FDT schema found in
RFC 6726 [30] to change processContents to "strict". Similarly for the MBMS [14] 3GPP
schemas.

XML instance documents shall use UTF-8 encoding.

In the event of any discrepancy between the XML schema definitions implied by the tables
that appear in this document and those that appear in the XML schema definition files, those in the
XML schema definition files are authoritative and take precedence.

The XML schema document for the schemas defined in this document can be found at the
ATSC website.

4. SYSTEM OVERVIEW

An overview of the signaling, delivery, synchronization, and Application-Layer FEC (AL-FEC)
protocols specified in the present document is provided below, starting with a conceptual model
of the system.

4.1 System Conceptual Model
A conceptual model of the system is shown in Figure 4.1.

Two methods of broadcast Service delivery are specified in this Standard. The method depicted
on the left side of Figure 4.1 is based on MPEG Media Transport (MMT), ISO/IEC 23008-1 [37]
and uses MMT protocol (MMTP) to deliver Media Processing Units (MPU). The method shown
in the center is based on the DASH-IF [12] profile, which is based on MPEG DASH [57]. It uses
Real-time Object delivery over Unidirectional Transport (ROUTE) protocol to deliver DASH
Segments. The ROUTE protocol is specified in Annex A. Content not intended for rendering in
real time as it is received, for example, a) a downloaded application, b) a file comprising
continuous or discrete media and belonging to an app-based feature, c) a file containing ESG or
EA information, or d) a file containing (opaque) data to be consumed by a DRM system client is
also delivered by ROUTE. Signaling may be delivered over MMTP and/or ROUTE, while
Bootstrap Signaling information is provided by the means of the Service List Table (SLT).
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Figure 4.1 Conceptual protocol stack.

To support hybrid Service delivery, in which one or more program elements are delivered via
the broadband path, the DASH-IF [12] profile over HTTP/TCP/IP is used on the broadband side.
Media files in the DASH-IF [12] profile based on the ISO Base Media File Format (ISO BMFF)
[34] are used as the delivery, media encapsulation and synchronization format for both broadcast

and broadband delivery.

4.2 Features
The protocols specified herein provide support for system features including:

e Real-time streaming of broadcast media.

e Efficient and robust delivery of file-based objects.

e Support for fast Service acquisition by receivers (fast channel change).

e Support for hybrid (broadcast/broadband) Services.

e Highly efficient Forward Error Correction (FEC).

e Compatibility within the broadcast infrastructure. with formats and delivery methods
developed for (and in common use within) the Internet.

e Support for DRM, content encryption, and security.

e Support for Service definitions in which all components of the Service are delivered via
the broadband path (note that acquisition of such Services still requires access to the
signaling delivered in the broadcast).

e Signaling to support state-of-the-art audio and video codecs.

e Non-real-time delivery of media content.
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e Non-multiplexed delivery of Service components (e.g., video and audio in separate
streams).

e Support for adaptive streaming on broadband-delivered streaming content.
e Appropriate linkage to application-layer features such as ESG and Interactive Content.

5. SERVICE SIGNALING OVERVIEW

5.1 Receiver Protocol Stack

ATSC 3.0 Services are delivered using three functional layers. These are the Physical layer, the
Delivery layer and the Service Management layer. The Physical layer provides the mechanism by
which signaling, Service announcement and IP packet streams are transported over the Broadcast
Physical layer and/or Broadband Physical layer. The Delivery layer provides object and object
flow transport functionality. It is enabled by the MPEG Media Transport Protocol (MMTP) as
defined in [37] or the Real-Time Object Delivery over Unidirectional Transport (ROUTE) protocol
as defined in the present document, operating on a UDP/IP multicast over the Broadcast Physical
layer, and enabled by the HTTP protocol [31] on a TCP/IP unicast over the Broadband Physical
layer. The Service Management layer primarily supports the means for Service discovery and
acquisition to enable different types of Services, such as linear TV and/or HTMLS5 application
Service, to be carried by the underlying Delivery and Physical layers. Figure 5.1 shows the ATSC
3.0 receiver protocol stack.

Signaling

MPU mode payload
SLT MPEG Media Transport Protocol (MMTP)

ATSC 3.0 Link Layer Protocol Data Link Layer
ATSC 3.0 Physical Layer Physical Layer

Broadcast Broadband

Figure 5.1 ATSC 3.0 receiver protocol stack.

Service Signaling provides Service discovery and description information, and comprises two
functional components: Bootstrap Signaling via the Service List Table (SLT) and Service Layer
Signaling (SLS). These represent the information that is necessary to discover and acquire ATSC
3.0 Services. The SLT, as described in Section 6.3, enables the receiver to build a basic Service
list, and bootstrap the discovery of the SLS for each ATSC 3.0 Service.

The SLT can enable very rapid acquisition of basic Service information. The SLS, as described
in Section 7, enables the receiver to discover and access ATSC 3.0 Services and their content
components. The relationship between SLT and SLS for ROUTE Signaling (for ROUTE/DASH
Services) and the relationship between SLT and SLS for MMT Signaling (for Services using
MMTP/MPU streaming) are shown in Figure 5.2.
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For ROUTE/DASH Services delivered over broadcast, the SLS is carried by ROUTE/UDP/IP
in one of the LCT transport channels comprising a ROUTE session, at a suitable carousel rate to
support fast channel join and switching. For MMTP/MPU streaming delivered over broadcast, the
SLS is carried by MMTP Signaling Messages, at a suitable carousel rate to support fast channel
join and switching. In broadband delivery, the SLS is carried over HTTP(S)/TCP/IP.

(SLS Format)
s e e
: Streaming Service NRT Service
Service Components ”‘R'SSE{E‘“ painter to Components (MPU) Components
ROUTE SLT MMTP ROUTE
UDP/IP UDP/IP UDP/IP

H_/

Typically carried in the most robust
manner of this transmission

Figure 5.2 Service List Table references to Services.

5.2 Entity Relationships and Addressing Architecture

Figure 5.3 shows the ATSC 3.0 Service Management, Delivery and Physical Layer logical entities
and their relationships.

Service P
<service ID>

0..n 0..n

ROUTE Session .
<srclPaddress, Broadcast Stream ('\3 MI“F: 5;;5'0”
destlPaddress, <BSID> estiPadadress,
destPort> destPort>
1.n
4 1
1.0 1.n 1.n
LCT Channel . . MMTP Packet Flow
(Service Component) 57 AR RS 5 (Service Component)
ek <packet_id>

Figure 5.3 UML Diagram showing relationships among Service Management,
Delivery, and Physical Layer entities.

5.3 Service Types
The types of ATSC 3.0 Services that are currently defined are:
1) Linear Audio/Video Service
2) Linear Audio-Only Service
3) App-Based Service
4) ESG Service
5) EA Service
6) DRM Data Service
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These Service types correspond to the values of SLT.Service@serviceCategory. New types
of ATSC 3.0 Services may be defined in future versions of this Standard.

5.4 Rules Regarding ROUTE or MMTP Usage

The rules regarding presence of ROUTE sessions and/or MMTP sessions for carrying the content
components of an ATSC 3.0 Service shall be as follows:
a) For a broadcast delivery of a Linear Service without app-based feature, the Service’s
content components are carried by either (but not both):
=  One or more ROUTE sessions, or
=  One or more MMTP sessions.
b) For broadcast delivery of a Linear Service with app-based feature, the Service’s
content components are carried by:
®=  One or more ROUTE sessions, and
= Zero or more MMTP sessions.
Use of both MMTP and ROUTE for streaming media components in the same
Service shall be disallowed.
c) For broadcast delivery of an app-based Service, an ESG Service, an EA Service, or a
DRM Data Service, the Service’s content components are carried by:
*  One or more ROUTE sessions.

Each ROUTE session comprises one or more LCT channels which carry as a whole, or in part,
the content components that make up the ATSC 3.0 Service. In streaming Services delivery, an
LCT channel may carry an individual component of a user Service such as an audio, video or
closed caption stream. Streaming media is formatted as DASH Segments.

Each MMTP session comprises one or more MMTP packet flows which carry MMT signaling
messages or as a whole, or in part, the content component. An MMTP packet flow may carry MMT
signaling messages or components formatted per MMT [37] as MPUs.

For the delivery of app-based features or system metadata such as Service and application
signaling information, an LCT channel carries file-based content items. These content files may
consist of applications or continuous (time-based) or discrete (non-time-based) media components
of an app-based feature, or metadata such as SLS or ESG [5] fragments. Delivery of SLS may also
be achieved through the Signaling Message mode of MMTP as per Section 7.2.3.

5.5 Broadcast Streams

A Broadcast Stream is the abstraction for an RF channel, which is defined in terms of a carrier
frequency centered within a specified bandwidth. It is identified by the pair [geographic area,
frequency]. A Physical Layer Pipe (PLP) corresponds to a portion of the RF channel. Each PLP
has certain modulation and coding parameters.

A Service that consumes all available time interleaving memory as described in A/322 Section
7.1.2 [4] shall include LLS and SLS tables/fragments in at least one of the PLPs describing and
carrying that Service. For example, a PLP with convolutional time-interleaving using the
maximum allowed time-interleaving memory allocation additionally is required to carry one set of
LLS and SLS tables/fragments for the Service(s) it is carrying. Similarly, for Service delivery via
a group of hybrid time-interleaved PLPs using the maximum allowed time-interleaving memory
allocation, the set of LLS and SLS tables/fragments for the Service(s) carried is required to be
carried in one of the PLPs of that group.
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There are a certain number of “groups” present in a given Broadcast Stream. A group is an
abstraction of “broadcaster” or station. The identity of a group is expressed in signaling by a
LLS_group_id defined in the LLS Table Format as shown in Table 6.1. Each Service in a Broadcast
Stream is associated with a single LLS_group_id value. This group feature allows multiple stations
to operate on a single RF channel with a substantial degree of independence, for example by each

Broadcaster sending their Services under a unique group signaled in LLS_group_id.

PLP #0

L1 Signaling
num_PLP (4)
(<-=-- PLP Loop)

LLS_exist_flag (TRUE)

PLP #1

PLP #2

LLS_exist_flag (FALSE)

LLS_exist_flag (TRUE)

PLP #3

LLS_exist_flag (FALSE)

(PLI'DHLoop ===3))

R

LLS table()
LLS_table_id (0x01)
LLS_group_id (0x01)
group_count_minus1 (0)
LLS_table_version (x)

19 January 2021

| SLT
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‘ \ ALP / <Service> #1
| ] iceld(0x1001
\ PLP Stream | dedicated IP/Port | SLT } @serviceld(Ox )
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| #3 @serviceld(0x1004)
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<Service> #5
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Figure 5.4 Example of LLS_group_id for group signaling.

5.6 Service ldentifiers

Each Service is identified by two forms of Service identifier: a compact form that is used in the
SLT that is unique within a single set of bonded PLPs, and a globally unique form that is used in
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the ESG. A ROUTE session is identified by a source IP address, destination IP address and
destination port number. An LCT channel (associated with the Service component(s) it carries) is
identified by a Transport Session Identifier (TSI) which is unique within the scope of the parent
ROUTE session, and, additionally, unique within the scope of all ROUTE sessions defined for a
given Service in the S-TSID.

An LCT channel shall not be used to carry both media components of a linear Service and
application files associated with that Service.

Properties common to the LCT channels, and certain properties unique to individual LCT
channels, are given in a ROUTE signaling structure called a Service-based Transport Session
Instance Description (S-TSID), which is part of the Service Layer Signaling. Each LCT channel
is carried over a single Physical Layer Pipe. Each PLP may contain one or more LCT channels.
Different LCT channels of a ROUTE session may or may not be contained in different Physical
Layer Pipes. The properties described in the S-TSID include the TSI value for each LCT channel,
descriptors for the delivery objects/files, and Application Layer FEC parameters.

An MMTP Session is identified by destination IP address and destination port number. An
MMTP packet flow (associated with the Service component(s) it carries) is identified by a packet_id
that is unique within the scope of the parent MMTP session. Properties common to all MMTP
packet flows, and certain properties of individual MMTP packet flows, are given in the SLS.
Properties for each MMTP session are given by MMT signaling messages, which may be carried
within the related MMTP session.

5.7 Service Language Signaling

An important aspect of Service Signaling is the ability (and duty) to actively and appropriately
signal the language(s) of each provided Service, including audio, captions, subtitles (if present),
and any emergency Service.

Service language shall be declared for long form content only, not for short form content (the
Service language signaled for short form content should be the Service language of the long form
content). Short form content may be of a different spoken language than the long form content in
some cases. (Examples might be an English spoken-language national advertisement inserted into
a local Spanish spoken-language newscast or a Cantonese spoken-language advertisement inserted
into a Mandarin spoken-language program.)

In modern audio systems, it is common to transport and make available media components
affiliated with more than one language for a given long-form program. When this is the case, the
language of each such component shall be declared as that component’s primary, i.e., “native”
language. Note that both of the transport mechanisms for ATSC 3.0 (MMTP/MPU and
ROUTE/DASH) provide the ability for broadcasters to declare all of the available audio languages
for the media components comprising a given streaming Service. This ability permits viewers who
prefer, say, Mandarin to Cantonese to configure their receiving devices to automatically make that
selection for them. It also permits broadcasters to always provide to their listeners specific spoken-
language Services, even if “dubbed”.

5.8 Service Delivery via Multiple RF Channels

An ATSC 3.0 Service may have components delivered in more than one RF channel. A set of
components of such a Service is called a “portion” of the Service when the set does not consist of
all components of the Service and more than one such set of components make up the Service. On
the other hand, a set of components of a Service is called a “duplicate” of the Service when the set
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consists of all components of the Service and more than one such set of components are delivered
in other RF channel(s). The SLT.Service.otherBsid element is used to signal whether a Service
is delivered in more than one RF channel. And the otherBsid@type attribute is used to indicate
the type of a set of components of a Service, either “portion” or “duplicate”.

Each Service represented by portions shall have one “essential” portion that is sufficient for a
meaningful presentation of the Service without the use of the other portion(s), i.e., “non-essential”
portion(s) (although also using the other portion(s) may provide a more appealing presentation).
The SLT.Service@essential attribute is used to indicate whether a portion of a Service is either
essential or non-essential.

5.8.1 Multiple RF Channel Service Delivery without Channel Bonding

A portion or a duplicate of a Service may be delivered in a single RF channel without channel
bonding.

When all Service portions or duplicates are delivered without channel bonding, SLTs (Service
List Tables, defined in Section 6.3 of this document), S-TSIDs (Service-based Transport Session
Instance Descriptions, defined in Section 7.1.4 of this document) and MPT messages (MMT
Package Table messages, defined in subclause 10.3.4 of ISO/IEC 23008-1 [37]) shall follow the
signaling rules described below:

e Each ATSC 3.0 Service represented by either Service portions or duplicates shall be
included in SLTs of the RF channels in which the portions or duplicates appear. Each of
these multiple listings of a Service, referencing its portions or duplicates, shall have the
same value of Service ID and the same value of major/minor channel number. This
consistency of values enables the multiple portions or duplicates of a Service carried in
multiple RF channels to be consolidated into a single Service in the channel map of
receivers when they perform channel scans. The SLT entry for an essential portion or any
duplicate of such a Service also shall have one or more otherBsid element(s) indicating
the BSID(s) of the Broadcast Stream(s) in which the other portion(s) or duplicate(s) can
be found. When all Service portions or duplicates are delivered without channel bonding,
the values of SLT@bs1id attribute(s) and SLT.Service.otherBsid element(s) shall not be
formatted as a list of unsigned short values.

e For ROUTE/DASH, an S-TSID shall be delivered in a PLP of each RF channel that
delivers a Service portion or duplicate. The S-TSID for each portion or duplicate of such
a Service shall describe the ROUTE sessions and LCT channels for each component of
that Service portion or duplicate.

e For MMTP/MPU, MPT messages shall be delivered in a PLP of each RF channel that
delivers the essential portion or a duplicate of a Service.
5.8.2 Multiple RF Channel Service Delivery with Channel Bonding

A portion or a duplicate of a Service may be delivered in a pair of RF channels using channel
bonding. When channel bonding is applied to an ALP (ATSC 3.0 Link-layer Protocol) packet
stream, a portion or a duplicate of a Service may be delivered in bonded RF channels as defined
in A/322 [4].

When Service portions are delivered with channel bonding, i.e., when those Service portions
are delivered in bonded PLP(s) of more than one RF channel (i.e., bonded RF channels), the
associated SLTs, S-TSIDs and MPT messages shall follow the signaling rules described below:

1) If the essential portion of a Service is delivered by non-bonded PLP(s) of an RF channel:
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2)

SLTs associated with both non-bonded and bonded PLPs that deliver any portions of the
Service shall list the Service. Each of these multiple listings of the Service, each
referencing a particular portion, shall have the same value of Service ID and the same
value of major/minor channel number. Only the SLT entry for an essential portion of
such a Service shall list the BSID(s) of the Broadcast Stream(s) where the other
portion(s) can be found.

For ROUTE/DASH, S-TSIDs shall be delivered (a) in a single, non-bonded PLP of each
RF channel that delivers one or more Service portions via non-bonded PLP(s) and (b) in a
single, bonded PLP of the bonded RF channels that deliver another Service portion. In
(a), each S-TSID instance shall describe the ROUTE session(s) and LCT channel(s) for
each component of the Service portion delivered by the corresponding non-bonded
PLP(s) in the RF channel to which the PLP carrying that S-TSID belongs. In (b), each S-
TSID instance shall describe the ROUTE session(s) and LCT channel(s) for each
component of the Service portion delivered by the corresponding bonded PLP(s) in the
bonded RF channels to which the PLP carrying that S-TSID belongs.

For MMTP/MPU, MPT messages shall be delivered in a single, non-bonded PLP of the
RF channel that delivers the essential portion of the Service.

If the essential portion of a Service is delivered by bonded PLP(s) of bonded RF channels:
Only a single SLT, associated with the bonded PLP(s) that deliver the essential portion of
the Service, shall list the Service. That SLT instance of such Service shall list the
BSID(s) of the Broadcast Stream(s) in which the other Service portion(s) can be found.
For ROUTE/DASH, only a single S-TSID for such Service shall be delivered in a bonded
PLP of the bonded RF channels that deliver the essential portion of the Service. The S-
TSID instance shall describe the ROUTE sessions and LCT channels for all the
components of the Service.

For MMTP/MPU, MPT messages for such Service shall be delivered in a bonded PLP of
the bonded RF channels that deliver the essential portion of the Service.

When Service duplicates are delivered with channel bonding; i.e., when those Service
duplicates are delivered in bonded PLP(s) of bonded RF channels, SLTs, S-TSIDs and MPT
messages shall follow the signaling rules described below:

SLTs associated both with non-bonded and with bonded PLP(s) that deliver duplicates of
a Service shall list the Service. Each of these multiple listings of the Service referencing
its duplicates shall have the same value of Service ID and the same value of major/minor
channel number. The SLT entry for a duplicate of such a Service shall list the BSID(s)
(Broadcast Stream Identifier(s)) of the Broadcast Stream(s) in which the other
duplicate(s) can be found.

For ROUTE/DASH, S-TSIDs shall be delivered (a) in a single, non-bonded PLP of each
RF channel that delivers a Service duplicate and (b) in a single, bonded PLP of each of
the bonded RF channels that deliver a Service duplicate. In (a), each S-TSID instance
shall describe the ROUTE session(s) and LCT channel(s) for each component of the
Service duplicate delivered by the corresponding non-bonded PLP(s) in the RF channel to
which the PLP carrying that S-TSID belongs. In (b), each S-TSID instance shall describe
the ROUTE session(s) and LCT channel(s) for each component of the Service duplicate
delivered by the corresponding bonded PLP(s) in each of the bonded RF channels to
which the PLP carrying that S-TSID belongs.
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e For MMTP/MPU, MPT messages shall be delivered (a) in a single, non-bonded PLP of
each RF channel that delivers a Service duplicate and (b) in a single, bonded PLP of each
of the bonded RF channels that deliver a Service duplicate.

Note 1: Multiple tuners are required to recover an ALP packet stream from bonded PLPs, i.e.,
the same number of tuners is required as the number of RF channels carrying the bonded PLPs.

Note 2: For a single-tuner receiver tuned to a channel with a bonded PLP, when the receiver is
acquiring a Service carried by non-bonded PLPs, the receiver has to be able to acquire the SLT
describing that Service. If the S-TSID of the Service can be acquired with a single tuner tuned to
a particular RF channel, then all components listed in the S-TSID can be acquired with a single
tuner tuned to the same RF channel.

5.9 Security Policies

ATSC 3.0 has a set of security tools defined in A/360 [10]. This section defines the usage policies
for these tools in the ATSC 3.0 signal.

All HTTP connections defined in this document shall be secure bidirectional broadband 1P
connections as defined in A/360 Section 5.1.1 [10]. All uses of “HTTP” (for the URI scheme) in
this document can be assumed to be “HTTPS” unless stated to the contrary.

Low Level Signaling (LLS) tables defined in this Standard (see Table 6.1) shall be transmitted
with signatures (i.e., signed), using the method specified in A/360, Section 5.2.2.3 [10] using the
LLS SignedMultiTable as defined in Section 6.7. Note that LLS tables can be defined in other
specifications, e.g. A/360 CertificationData, TTA, and UserDefined. Their respective
specifications are responsible for determining signing policy. In addition to the SignedMultiTable
requirements above, LLS tables defined in this Standard may also be transmitted (as unsigned)
outside the SignedMultiTable using their defined LLS_table_id. In all cases the SignedMultiTable is
required. Some LLS tables have repetition-rate requirements (e.g., an SLT is required to be
repeated at least once every 5 seconds). These repetition-rate requirements shall be met separately
by each form (signed or unsigned) present in the stream (i.e., if both signed and unsigned forms of
SLT are transmitted, a signed form is required at least once every 5 seconds, and an unsigned form
is required at least every 5 seconds).

Except when delivered over secure bidirectional broadband IP conections using the
mechanisms defined in A/360, Section 5.1.1 (HTTPS) [10], all ROUTE Service Layer Signaling
(SLS) fragments defined in this Standard shall be signed using the method specified in A/360,
Section 5.2.2.4 [10], and all MMT Service Layer Signaling (SLS) defined in this Standard shall be
signed according to A/360, Section 5.2.2.5 [10]. Note that SLS tables can be defined in other
specifications which are responsible for determining signing policy of the tables defined. Note also
that SLS fragments delivered over secure bidirectional broadband IP connections could be signed,
but are already required to be protected by the mechanisms of A/360, Section 5.1.1 [10].

Given that data in the ATSC 3.0 signal is signed, the CertificationData LLS table as defined in
A/360, Section 5.2.2.2 [10] shall be present.

All executable code shall be signed using the method specified in A/360, Section 5.2.1 [10]. It
shall be signed by both the author and the broadcaster.

6. LOW LEVEL SIGNALING

Signaling information which is carried in the payload of IP packets with a well-known address/port
dedicated to this function is referred to as Low Level Signaling (LLS). The types of LLS
information, each in the form of an LLS Table and defined in this Standard are: Service List Table
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(SLT), Rating Region Table (RRT), System Time fragment, Advanced Emergency Alert Table
(AEAT), and Onscreen Message Notification fragment. Note that additional LLS tables exist as
indicated in the ATSC Code Point Registry [63], including the Certification Data Table as defined
in A/360 [10] and the Dedicated Return Channel Table as defined in A/323 [64].

6.1 IP Address Assignment

LLS shall be transported in IP packets with address 224.0.23.60 and destination port 4937 /udp.!
All TP packets other than LLS IP packets shall carry a Destination IP address either (a) allocated
and reserved by a mechanism guaranteeing that the destination addresses in use are unique in a
geographic region?,or (b) in the range of 239.255.0.0 to 239.255.255.255>, where the bits in the
third octet shall correspond to a value of SLT.Service@majorchannelNo registered to the
broadcaster for use in the Service Area* of the broadcast transmission, with the following caveats:

e [fa broadcast entity operates transmissions carrying different Services on multiple RF
frequencies with all or a part of their Service area in common, each IP address/port
combination shall be unique across all such broadcast emissions;

¢ In the case that multiple LLS streams (hence, multiple SLTs) are present in a given
broadcast emission, each IP address/port combination in use for non-LLS streams shall
be unique across all Services in the aggregate broadcast emission;

e To minimize the impacts on the complexity of redistribution of multicast IP packets in
local networks, the total number of IP multicast addresses/ports in use by a given Service
should be minimized.

All IP packets shall have Destination IP Port values above 1024.

Some examples:

a) A broadcaster whose Services in the SLT all have majorchannelNo equal to 50 may
use UDP multicast Destination IP addresses in the range of 239.255.50.0 —
239.255.50.255.

b) A broadcaster whose SLT signals that some Services are associated with
majorcChannelNo 50 and some with majorchanneINo 89 may use 50 for the third octet
of the IP address for all Services.

c) Two broadcaster entities share one ATSC 3.0 emission. One specifies an SLT
defining a Service on Virtual Channel 52.1; the other specifies an SLT defining a
Service on Virtual Channel 48.1. Each may use their respective majorchannelNo as
the third octet of the I[P multicast address.

d) A broadcaster operates an ATSC 3.0 emission on RF channel 28 carrying Services
with Virtual Channel Numbers 28.1 and 28.2, and also an ATSC 3.0 emission on RF

' TANA has assigned this multicast address to atsc-mh-ssc and this port address as AtscSvcSig,
although these packets are not intended for distribution over a LAN or WAN subsequent to
reception.

2 For a destination IP address and port number pair to be “unique in a geographic region,” the
broadcaster must assure that no receiver in the Service Area of the broadcast can receive
content (from a different broadcast emission) using that same [P address/port combination.

3 This IP address range is the “IPv4 Local Scope,” per RFC 2365 [51], Section 6.1.

4 Assignments for major channel numbers in the range 2—69 follow the rules in A/65 [1] Annex B.
Management of assignment of major channel numbers above 69 are not currently defined.

24



ATSC A/331:2021 Signaling, Delivery, Synchronization, and Error Protection 19 January 2021

channel 30 carrying Services with Virtual Channel Numbers 28.3 and 28.4, may use
28 for the third octet of all IP addresses used on the two emissions. In this case, all
UDP multicast Destination IP addresses must be unique across the two emissions.
The address and port numbers of an IP/UDP stream carrying any component of a Real Time
Service shall change only upon a Real Time Service RAP of that Service.

6.1.1 Restriction on IP Fragmentation

The first IP packet sent after a Real Time Service RAP shall be a new packet, i.e., not fragmented
across the Real Time Service RAP.

When IP header compression is used and IP fragmentation is not present, IP-ID shall be set to
0x00, and the DF field shall be set to 1. When IP header compression is used and IP fragmentation
is either present or its presence is unknown, sequential IP-ID shall be used. When sequential IP-
ID is in use, its value shall increase monotonically and shall wrap to 0x00 (16-bit) upon its reaching
maximum. Random IP-ID shall not be used.

6.2 LLS Table Format

UDP/IP packets delivering LLS data shall be formatted per the bit stream syntax given in Table
6.1. As mentioned in Section 6, the list of LLS tables as shown in Table 6.1 is incomplete — see
the ATSC Code Point Registry [63] for other valid LLS table types (and their associated
LLS_table_id values). The first byte of every UDP/IP packet carrying LLS data shall be the start of
an LLS_table(). The maximum length of any LLS table is limited by the largest IP packet that can be
delivered from the PHY layer, 65,507 bytes”>.

5> The maximum size of the IP datagram is 65,535 bytes. The maximum UDP data payload is
65,535 minus 20 bytes for the IP header minus 8 bytes for the UDP header.
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Table 6.1 Common Bit Stream Syntax for LLS Tables

Syntax No. of Bits Format
LLS table() {
LLS_table_id
LLS_group_id
group_count_minus1
LLS_table_version
switch (LLS_table_id) {
case 0x01:
SLT var Sec. 6.3
break;
case 0x02:
RRT var See Annex F
break;
case 0x03:
SystemTime var Section 6.4
break;
case 0x04:
AEAT var Section 6.5
break;
case 0x05:
OnscreenMessageNotification var Section 6.6
break;
case OxFE:
SignedMultiTable var Section 6.7
break;
case OxFF:
UserDefined var Section 6.8
break;
default:
reserved var

uimsbf
uimsbf
uimsbf
uimsbf

o © o @

}
}

LLS_table_id — An 8-bit unsigned integer that shall identify the type of table delivered in the body.
LLS_table_id value 0x00 shall be ATSC Reserved, and undefined values shall be Industry
Reserved. See the ATSC Code Point Registry [63]. Note: All ATSC-defined LLS table
fragments can be extended with user-private information using standard XML techniques. See
Section 3.6. Note: There can be multiple independent sets of LLS tables using groups of tables.
See LLS_group_id.

LLS_group_id — An 8-bit unsigned integer that shall associate this instance of LLS_table() with a group
of tables with the same LLS_group_id. The scope of this field is the broadcast stream. Note:
Sources of groups of tables need to coordinate so as not to collide on this value. The value of
LLS_group_id shall be unique within this broadcast stream.

group_count_minus1 — An 8-bit unsigned integer that shall indicate one less than the total number
of different LLS groups of tables in the ALP packet stream carried in this PLP. A value of 0
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indicates that LLS_table()s carrying only one value of LLS_group_id will be present, a value of 1
indicates that two are present, etc.

LLS_table_version — An 8-bit unsigned integer that shall be incremented by 1 whenever any data in
the table identified by a combination of LLS_table_id and LLS_group_id changes. When the value
reaches OxFF, the value shall wrap to 0x00 upon incrementing. Whenever there is more than
one provider sharing a broadcast stream, the LLS_table() should be identified by a combination
of LLS table_id and LLS_group_id.

SLT — The XML format Service List Table (Section 6.3), compressed with gzip [16].

RRT — An instance of a Rating Region Table conforming to the RatingRegionTables structure
specified in Annex F, compressed with gzip [16].

SystemTime — The XML format System Time fragment (Section 6.4), compressed with gzip [16].

AEAT — The XML format Advanced Emergency Alerting Table fragment conforming to the
Advanced Emergency Alerting Message Format (AEA-MF) structure (Section 6.5)
compressed with gzip [16].

OnscreenMessageNotification — The XML format Onscreen Message Notification (Section 6.6)
compressed with gzip [16].

SignedMultiTable — A set of one or more LLS table instances as defined in Section 6.7.
SignedMultiTable itself is not compressed (e.g., with gzip). However, the contents of each table
it contains is individually compressed, or not, as defined by each table.

UserDefined — A set of user-defined XML data as defined in Section 6.8 compressed with gzip [16].

6.3 Service List Table (SLT)

The Service List Table (SLT) is one of the instance types of LLS information. The function of the
SLT is similar to that of the Program Association Table (PAT) in MPEG-2 Systems [33], and the
Fast Information Channel (FIC) found in ATSC A/153, Part 3 [45]. For a receiver first
encountering the broadcast emission, this is the place to start. The SLT supports a rapid channel
scan which allows a receiver to build a list of all the Services it can receive, with their channel
name, channel number, etc., and the SLT provides bootstrap information that allows a receiver to
discover the SLS for each Service. For ROUTE/DASH-delivered Services, the bootstrap
information includes the source IP address, the destination IP address and the destination port of
the LCT channel that carries the ROUTE-specific SLS. For MMTP/MPU-delivered Services, the
bootstrap information includes the destination IP address and destination port of the MMTP
session carrying the MMTP-specific SLS.

The SLT supports rapid channel scans and Service acquisition by including the following
information about each Service in the broadcast stream:

¢ Information necessary to allow the presentation of a Service list that is meaningful to

viewers and that can support initial Service selection via channel number or up/down
selection.

¢ Information necessary to locate the Service Layer Signaling for each Service listed.

Each SLT shall be repeated in the LLS in which it is transported at least once every 5 seconds.
To reduce channel scan time in the receiver, each SLT should be repeated more frequently,
preferably once every second. However, each SLT need not be repeated more frequently than once
every second.

The SLT shall be represented as an XML document containing a SLT root element that
conforms to the definitions in the XML schema that has namespace:
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tag:atsc.org,2016:XMLSchemas/ATSC3/Delivery/SLT/1.0/

The definition of this schema is in an XML schema file, SLT-1.0-20180228.xsd, accompanying
this Standard, as described in Section 3.6 above. The XML schema xmlns short name should be

"s1t".

6.3.1  SLT Syntax Description

While the indicated XML schema specifies the normative syntax of the SLT element, informative
Table 6.2 describes the structure of the SLT element in a more illustrative way. The specifications
following the table give the semantics of the elements and attributes.

Table 6.2 SLT XML Format

Element or Attribute Name

Use Data Type

Short Description

SLT Root element of the SLT.

@bsid 1 |sltlistOfUnsignedShort|Identifies the one or more Broadcast Streams
comprising the Services.

SLTCapabilities 0..1 |sa:CapabilitesType  |Required capabilities for decoding and
meaningfully presenting the content for all
the Services in this SLT instance.

SLTIneturl 0..N|anyURI Base URL to acquire ESG or service layer
signalling files available via broadband for
Services in this SLT.

@QurlType 1 unsignedByte Type of files available with this URL.
Service 1.N Service information.

@serviceId

1 unsignedShort

Integer number that identifies this Service
within the scope of this Broadcast area.

@globalserviceID 0..1 |anyURI A globally unique URI that identifies the ATSC
3.0 Service. This attribute is not present for
the ESG, EAS, and DRM Data Services.

@s1tsvcSseqNum 1 |unsignedByte Version of SLT Service info for this Service.

@protected 0..1 |boolean Indicates whether one or more components
needed for meaningful presentation of this
Service are protected (e.g. encrypted).

@majorchannelNo 0..1 |unsignedShort 1..999 |Major channel number of the Service.

@minorchannelNo 0..1 |unsignedShort 1..999 |Minor channel number of the Service.

@serviceCategory 1 unsignedByte Service category, coded per Table 6.4.

@shortServiceName 0..1 |string Short name of the Service.

@hidden 0..1 |boolean Indicates whether the Service is intended for
testing or proprietary use, and is not to be
selected by ordinary TV receivers.

@broadbandAccessRequired |0..1|boolean Indicates whether broadband access is
required for a receiver to make a meaningful
presentation of the Service.

@essential 0..1 {boolean Indicates if the essential portion of the Service
is delivered via this Broadcast Stream.

@drmSystemID 0..1 |listOfanyURI Specifies the DRM System ID(s) related to
this service.

SimulcastTSID 0..1 |unsignedShort Identifier of an ATSC 1.0 broadcast stream
carrying the same programming content.

@simulcastMajorChannelNo |0..1 |unsignedShort 1..999 |Major channel number of the ATSC 1.0

Service carrying the same programming
content.
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Element or Attribute Name Use Data Type Short Description

@simulcastMinorchannelNo |0..1 |unsignedShort 1..999 |Minor channel number of the ATSC 1.0
Service carrying the same programming
content.

SvcCapabilities 0..1 |sa:CapabilitiesType  |Required capabilities for decoding and
meaningfully presenting content of this
Service.

BroadcastSvcSignaling 0..1 Location, protocol, address, id information for
broadcast signaling.

@s1sProtocol 1 unsignedByte Protocol used to deliver the service layer
signalling for this Service.
@s1smajorprotocolversion |0..1 |unsignedByte Major version number of protocol used to
deliver Service Layer Signalling for this
Service.

@s1sminorProtocolversion |0..1 |unsignedByte Minor version number of protocol used to

deliver Service Layer Signalling for this
Service.

@s1sbestinationIpAddress

—_

IPv4address A string containing the dotted-IPv4 destination
address of the packets carrying broadcast
SLS data for this Service.

unsignedShort Port number of the packets carrying broadcast
SLS data for this Service.
@s1sSourceIpAddress 0..1 |IPv4address A string containing the dotted-IPv4 source
address of the packets carrying broadcast
SLS data for this Service.

Svcineturl] 0..N|anyURI URL to access Internet signalling for this
Service.

QuriType 1 unsignedByte Type of files available with this URL.
otherBsid 0..N|slt:listOfUnsignedShort| Identifier(s) of other Broadcast Stream(s) that
deliver duplicates or portions of this Service.

@type 1 unsignedByte Indicates whether the Broadcast Stream
identified by the OtherBsid delivers a
duplicate or a portion of this Service.

@sTsDestinationudpPort

—_

6.3.2 SLT Semantics

The following text specifies the semantics of the elements and attributes in the SLT.

SLT — Root element of the SLT.

@bsid — This white-space delineated list of one or more 16-bit unsigned integers shall identify the
Broadcast Stream ID(s) of the original emission signal(s). The value of each @bsid shall be the
same as the value signaled in L1D_bsid in L1-Detail Signaling in the physical layer (see A/322
[4]). In the case that the Service is delivered via channel bonding at the physical layer, the list
shall include the BSID value of each RF emission involved in the bonding.

SLTCapabilities — Required capabilities for decoding and meaningfully presenting the content
for all the Services in this SLT instance. The syntax and semantics of the SLTCapabilities
element shall be the same as the sa:cCapabilities element specified under the Content
fragment of the ATSC 3.0 Service Announcement specification A/332 [5].

sLTInetur] — Base URL to acquire ESG or service layer signaling files for all Services in this SLT
via broadband, if available.

@urlTtype — Type of files available with the s1tineturl (ESG or service layer signaling). See
Table 6.3 for values.
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Table 6.3 Code Values for ur1Type

urlType Meaning

0 ATSC Reserved

1 URL of Service Layer Signaling Server (providing access to the Service Layer Signaling, as specified in
Section 7).

2 URL of ESG server (providing access to the ESG data, as specified in A/332, Section 5.5.2 [5]).

3 URLAo/fsggE\gﬁe Usage Data Gathering Report server (for use in reporting Service usage, as specified
in .

URL of Dynamic Event WebSocket Server (providing access to the dynamic events via WebSocket

4 protocol, as specified in A/337 [7]).

Other

ATSC Reserved
values

Service — Service information.

@serviceld — 16-bit integer that shall uniquely identify this Service within a single set of bonded
PLPs. Note that there can be more than one set of tables in an RF channel.

@globalservicelbd — The globally unique URI value that shall represent the identity of this ATSC
3.0 Service. This attribute provides the linkage to, and its value shall be identical to that of the
service@globalservicelD attribute in the A/332 ESG [5] for this Service. This attribute shall
be present for the Linear A/V, Linear audio only, and app-based Services. Absence of this
attribute implies that this ATSC 3.0 Service is the ESG, EAS, or DRM Data Service.

@s1tsvcsegNum — This integer number shall indicate the sequence number of the SLT Service
information with Service ID equal to the serviceId attribute above. s1tSvcsegNum value shall
start at 0 for each Service and shall be incremented by 1 every time any attribute or child of
this service element is changed. If no attribute or child element values are changed compared
to the previous Service element with a particular value of servicerd then s1tSvcsegNum shall
not be incremented. The s1tSvcsegNum field shall wrap back to 0 after reaching the maximum
value.

@protected — When set to "true" indicates that one or more components necessary for meaningful
presentation is protected. When set to "false", indicates that no components necessary for
meaningful presentation of the Service are protected. Default value is "false".

@majorchannelNo — An integer number in the range 1 to 999 that shall represent the “major”
channel number of the Service. Assignment of major channel numbers shall follow the
guidelines given in A/65 Annex B [1] in order to guarantee that the two-part channel number
combinations used by a licensee of an ATSC 3.0 broadcast will be different from those used
by any other such licensee with an overlapping DTV Service Area. Note that an ATSC 3.0
broadcast Service may use the same two-part channel number combination in use in an ATSC
A/53 broadcast within the DTV Service Area, given equivalent programming between the two.
Specification of a @majorchannelNo is not required for Services that are not intended to be
selected directly by viewers, such as an ESG data delivery Service or an EAS rich media
delivery Service.

@minorchannelNo — An integer number in the range 1 to 999 that shall represent the “minor”
channel number of the Service. This number is not required for Services that are not intended
to be selected directly by viewers, such as an ESG data delivery Service or an EAS rich media
delivery Service.
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@serviceCategory — 8-bit integer that indicates the category of this Service. The value shall be
coded according to Table 6.4.

Table 6.4 Code Values for SLT.Service@serviceCategory

serviceCategory Meaning
ATSC Reserved
Linear A/V Service

Linear audio only Service
App-based Service
ESG Service (program guide)

EAS Service (emergency alert)
DRM Data Service (DRM Data)
Other values ATSC Reserved

olo|bhlwW|IN|I~|O

@shortserviceName — Short name of the Service (up to 7 characters). This name is not required
for Services that are not intended to be selected directly by viewers, such as an ESG data
delivery Service or an EAS rich media delivery Service.

@hidden — Boolean value that when present and set to "true" shall indicate that the Service is
intended for testing or proprietary use, and is not intended to be selected by ordinary TV
receivers. The default value shall be "false" when not present.

@broadbandAccessRequired — A Boolean indicating that broadband access is required for a
receiver to make a meaningful presentation of the Service. Default value is “false”.

@essential — When this Boolean attribute is present, it shall indicate that this Service has more
than one portion delivered via more than one RF channel. When this attribute is not present, it
shall indicate that all portions of this Service are delivered via this RF channel. When this
attribute is set to "true", it shall indicate that the essential portion of this Service is delivered
via this Broadcast Stream. When this attribute is set to "false", it shall indicate that the non-
essential portion of this Service is delivered via this Broadcast Stream. When this Boolean
attribute is present with value as "true", at least one otherBsid element with @type equal to
"2" shall be present for this Service. When not present, there is no default value.

@drmsystemiD — This attribute identifies one or more DRM systems related to this service as a
space-separated list of xs:anyURI. When @serviceCategory is “6” (DRM Data Service), this
attribute is required and shall contain a single URI. This attribute shall be set to a URI
identifying the DRM system ID associated with this DRM Data Service. The URI shall contain
a UUID formatted as a URN, the same as the value of the @schemezduri used for the DASH
MPD ContentProtection Descriptor, per Section 7.5 of DASH-IF [12]. The "urn:uuid:"
prefix shall be included. More than one DRM Data Service may appear in a given SLT. The
same value in the @drmSystemID attribute may be included in multiple instances of a Service
identified as an DRM Data Service. When @servicecCategory is other than “6”, this attribute
is optional. When present, it shall contain one or more URIs. These URIs have the same syntax
and semantics as for @servicecCategory="6" except that they identify one or more DRM
systems that can decode the service. Receivers can, in advance of an MPD, initialize a
supported DRM system. Receivers not supporting any of the DRM systems listed can choose
not to offer the service to the viewer.

SimulcastTSID — The content of this optional element is a 16-bit number that shall reference the
TSID value of an ATSC 1.0 broadcast emission channel carrying the same programming
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content. The TSID value shall be set to the ATSC 1.0 VCT channe1l 151D field as defined in
ATSC A/65 [1] Section 6.3. When not present, the programming content on this Service is not
associated with any ATSC 1.0 virtual channel in the local broadcast area.

@simulcastMajorchannelNo — An integer number in the range 1 to 999 that shall represent the
“major” channel number of an ATSC 1.0 broadcast Service carrying the same programming
content, when present. When not present, Service@majorchannelNo shall represent the
“major” channel number of an ATSC 1.0 broadcast Service carrying the same programming
content.

@simulcastMinorchannelNo — An integer number in the range 1 to 999 that shall represent the
“minor” channel number of an ATSC 1.0 broadcast Service carrying the same programming
content, when present. When not present, Service@minorchannelNo shall represent the
“minor” channel number of an ATSC 1.0 broadcast Service carrying the same programming
content.

SvcCapabilities — Required capabilities for decoding and meaningfully presenting the content
for the Service with Service ID equal to the @servicerd attribute above. The syntax and
semantics of the svcCapabi1ities element shall be the same as the sa:Capabilities element
specified under the Content fragment of the ATSC 3.0 Service Announcement specification
A/332 [5].

BroadcastSvcSignaling — This element and its attributes provides broadcast signaling related
information. When the BroadcastsSvcsignaling sub-element is not present, then either (a) an
element Svcineturl of the Service element (i.e. Service.SvcIneturl element) shall be
present with its ur1Type attribute (i.e. Service.SvcIneturl@uriType) value equal to 1 (URL
to SLS server), or (b) an element sLTIneturl shall be present as a child element of the sLT
root element (i.e. SLT.SLTInetur1) with its url1Type attribute (i.e. SLT.SLTInetur1@urlType)
value equal to 1 (URL to Signaling Server). In the latter case, the sSLTInetur1 shall support the
<service_id> path term where service_id corresponds to the @serviceId attribute for the
Service element (i.e. Service@serviceId attribute).

@s1sprotocol — An attribute indicating the type of delivery protocol of Service Layer Signaling
used by this Service, coded according to Table 6.5.

Table 6.5 Code Values for SLT.Service.BroadcastsSvcSignaling@sispProtocol

s1lsProtocol Meaning

0 ATSC Reserved
1 ROUTE

2 MMTP

other values ATSC Reserved

@sl1sMajorprotocolversion — Major version number of the protocol used to deliver the Service
Layer Signaling for this Service. Default value is 1.

@sTsMminorpProtocolversion — Minor version number of the protocol used to deliver the Service
Layer Signaling for this Service. Default value is 0.

@sTsDestinationIpAddress — A string containing the dotted-IPv4 destination address of the
packets carrying SLS data for this Service. The syntax shall be as defined in RFC 3986 [19]
Section 3.2.2.

@sTsbestinationudpPort — Port number of the packets carrying SLS data for this Service.
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@sT1ssourceIpAddress — A string containing the dotted-1Pv4 source address of the packets carrying
SLS data for this Service. The syntax shall be as defined in RFC 3986 [19] Section 3.2.2. This
attribute shall be present when the value of @s1sprotocol is 1.

svcIneturl—- Base URL to access ESG or service layer signaling files for this Service via
broadband, if available.

@urlTtype — Type of files available with svcIneturl. See Table 6.3 for values.

otherssid — Each instance of this list of unsigned short integer values shall indicate an identifier
of another Broadcast Stream that delivers a duplicate or a portion of this Service. The format
of each instance of otherBsid shall be identical to the format of @bsid. At least one otherBsid
element shall be present when the @essential attribute is present for the parent Service
element and is set to "true". No otherBsid element shall be present when the @essential
attribute is present for the parent Service element and is set to "false". One or more
otherBsid elements with @type equal to "1" may be present when @essential attribute is not
present for the parent service element. There is no default value when otherBsid element is
not present.

@type — This unsigned byte integer value shall indicate whether the Broadcast Stream identified
by the otherBsid delivers a duplicate or a portion of this Service according to Table 6.6. When
the value of @type is set to "2", this indicates that this Service element represents a portion of
a Service which has components in the Broadcast Stream identified by the identifier otherBsid
and whose Service identifier is given by the value of the @serviceld attribute of the parent
service element. When more than one otherBsid element are present under its parent Service
element, the otherBsid@type attribute values of all these elements shall be equal.

Table 6.6 Code Values for SLT.Service.0otherBsid@type

type Meaning

0 ATSC Reserved
1 Duplicate

2 Portion

3-255 ATSC Reserved

6.4 System Time Fragment
Partial samples of Physical Layer Time are delivered in the ATSC PHY layer as the least
significant 32 bits of the number of seconds, a 10-bit fraction of a second (in units of milliseconds),
and optionally 10-bit microsecond and nanosecond components, since January 1, 1970 00:00:00,
International Atomic Time (TAI), which is the Precision Time Protocol (PTP) epoch as defined in
IEEE 1588 [49]. The most significant 16 bits of the number of seconds are carried as described
below (@ptpprepend in Table 6.7). Further time-related information is signaled in the XML
systemTime clement delivered in LLS.

System Time shall be represented as an XML document containing a SystemTime root element
that conforms to the definitions in the XML schema that has namespace:

tag:atsc.org,2016:XMLSchemas/ATSC3/Delivery/SYSTIME/1.0/

The definition of this schema is in an XML schema file, SYSTIME-1.0-20170921.xsd,
accompanying this Standard, as described in Section 3.6 above. The XML schema xmlns short
name should be "time".
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An LLS packet including systemTime shall be included at least once every five seconds.

While the indicated XML schema specifies the normative syntax of the SystemTime element,
informative Table 6.7 describes the structure of the SystemTime element in a more illustrative way.
The specifications following the table give the normative semantics of the elements and attributes.

Table 6.7 systemTime Element Structure

Element or Attribute Name Use Data Type Description
SystemTime 1
@currentUtcoffset 1 short The current offset in whole seconds between TAI and
UTC.
@ptpPrepend 0..1 unsignedShort | Signals the upper 16 bits of the 48-bit count of PTP
seconds.
@leap59 0.1 boolean Indicates a pending 59-second leap second event
@leap6l 0..1 boolean Indicates a pending 61-second leap second event
@utcLocaloffset 1 duration Indicates the offset between the local time zone of the
originating broadcast station, and UTC.
@dsstatus 0.1 boolean Indicates that daylight saving time is in effect
@dsbayofMonth 0.1 |unsignedByte |Indicates the local day of the month (which can be in
(range 1..31) the current calendar month or the following calendar
month) on which the transition into or out of daylight
saving time is to occur.
@dsHour 0.1 unsignedByte Indicates the local hour at which the transition into or
(range 0..23) out of daylight saving time is to occur (0-24).

systemTime — Root clement.

@currentutcoffset — This xs:short integer shall contain the current number of leap seconds,
expressed as TAI — UTC, such that TAI — @currentutcoffset = UTC. See IERS Bulletin C
[50] for announcements of leap seconds. Note that IERS Bulletin C describes leap seconds as
UTC-TAL Required.

@ptpprrepend — This unsigned integer shall indicate, when present, the upper 16 bits of the 48-bit
count of PTP seconds. PTP Seconds refers to the seconds portion of the time distributed by the
PTP timescale and as noted is referenced to 1 January 1970 TAI. When not present, the value
shall be understood to be zero.

@leap59 — When present and set to "true", shall indicate that the last minute of the current UTC
day contains 59 seconds (which is the case when the @currentutcoffset will decrease by one
at the end of the UTC day). Default value is "false".

@leap61 — When present and set to "true", shall indicate that the last minute of the current UTC
day contains 61 seconds (which is the case when the @currentutcoffset will increase by one
at the end of the UTC day). Default value is "false".

@utcLocaloffset — This attribute shall indicate the offset between UTC and the time zone of the
originating broadcast station. As a receiver may be located in a time zone adjacent to that of
the broadcast transmitter, this offset is not directly usable to establish the time zone local to a
given receiver. The @utcLocaloffset may be used to convert the value given in @dshour to
the time of day local to the receiver. Example: for a broadcaster whose transmitter is located
in the U.S. West Coast, when daylight saving time is not in effect, @QutcLocaloffset = "-
PT8H". For a broadcaster in Venezuela, @QutcLocaloffset = "-PT4H30M" .
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@dsstatus — When set to "true", shall indicate that daylight saving time is in effect at the
transmitter location. When set to "false", shall indicate that daylight saving time is not in
effect at the transmitter location. In nearly all places, when daylight saving time is in effect,
the local time is one hour later than when daylight saving time is not in effect. This field shall
be included whenever daylight saving time is in effect at the transmitter location. The default
value when not present shall be "false".

@dsbayofmonth — This unsigned integer value in the range 1 to 31 shall indicate, when present,
that a transition into or out of daylight saving time is to occur at some time during the next
month’s time (defined to be the number of days in the current calendar month.) @dsbayofmMonth
shall be included whenever there will be a daylight saving time transition during the next
month’s time. @dsbayofmonth shall be set to the local day of the month on which such
transition is to occur. @dsbayofMonth shall be omitted whenever there will not be a daylight
saving time transition during the next month’s time. When @dsbayofmonth is not present there
is no default value.

@dsHour — Shall indicate the hour at which the transition into or out of daylight saving time is to
occur (0-23), in the time zone of the originating broadcast station. Such transitions usually
occur at 2 a.m. in the U.S. @dsHour shall be included whenever @dsbayofMonth is present and
shall not be included whenever @dspayofMonth is not present. When @dsHour is not present
there is no default value.

Table 6.8 illustrates the progression of states of signaling daylight saving time throughout the
year.
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Table 6.8 Daylight Saving Time Signaling Throughout the Year

Conditions dsstatus dsDayofMonth dsHour
At the beginning of the year (January) daylight saving time is off. not present |not present not
(“false”) present
This is the status of the fields until:
The transition into daylight saving time is less than one month’s time not present |day_in hour_in
away, at which time dsDayOfMonth takes the value day _in, ("false")

dsHour takes the value hour_in, and dsStatus is not present,
indicating it is not yet daylight saving time. (The transition is to occur
on the day_in day of this month or the following month at
hour=hour_in. For example, if the transition were on April 15 at 2
a.m., then day_in=15 and hour_in=2, so long as the current date is
March 16 or later.)

This is the status of the fields until:

The daylight saving time transition has occurred, at which time "true" not present not
dsStatus is present and set to "true", indicating that daylight saving present
time is on, and attributes dsDayOfMonth and dsHour are not
present.

This is the status of the fields until:

The transition out of daylight saving time is less than one month’s time |"true" day_out hour_out
away, at which time dsDayOfMonth takes the value day_out,
dsHour takes the value hour_out, and dsStatus is present and set
to "true", indicating it is still daylight saving time. (The transition is to
occur on the day_out day of this month or the following month at
hour=hour_out. For example, if the transition were on October 27 at 2
a.m., then day_out=27 and hour_out=2, so long as the current date is
September 28 or later.)

This is the status of the fields until:

The daylight saving time transition, at which time dsStatus takes the |not present |not present not
value "false" (or is not present), indicating that daylight saving time is ("false") present
off. Attributes dsDayOfMonth and dsHour are not present.

This finishes the cycle.

6.5 Advanced Emergency Information Table

The AEAT (Advanced Emergency Information Table) is one of the instances of LLS information.
The AEAT is composed of one or more AEA (Advanced Emergency Information) messages. An
AEA message is formatted in the Advanced Emergency Information-Message Format (AEA-MF)
structure.

e The AEA Message Format is intended to provide a digital message format for ATSC 3.0
related emergency message transmission.

e Itis a specific format for forwarding a broad range of emergency-related information,
including urgent bulletins, advisories, all-hazard warnings and other urgent information
over an ATSC 3.0 system.

e [t is intended to be extensible, and sufficient to accommodate the content alert message
formats currently in use in the United States, Canada, Mexico, Caribbean and other
regions.

e It allows a warning message to be disseminated to receivers in a consistent manner.

e It includes facilities for multimedia content that could be forwarded from the alert
originator (the public authority) or the broadcaster itself (such as ancillary content the
broadcaster may want to forward to accompany the emergency alert).
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The AEAT shall be represented as an XML document containing an AEAT root element that
conforms to the definitions in the XML schema that has namespace:

tag:atsc.org,2016:XMLSchemas/ATSC3/Delivery/AEAT/1.0/

The definition of this schema is in an XML schema file, AEAT-1.0-20210308.xsd,
accompanying this Standard, as described in Section 3.6 above. The XML schema xmlns short
name should be "aeat".

6.5.1 AEAT and AEA Syntax Description

The AEAT contains one or more AEA messages. The AEA message is composed of four basic
elements: zero or one Header, zero or more AEAtext, zero or one LiveMedia, and zero or more
Media for alert multimedia resources.

While the indicated XML schema specifies the normative syntax of the AEAT element,
including the AEA, informative Table 6.9 describes the structure of the AEAT element in a more
illustrative way. The specifications following the table provide the semantics of the elements and
attributes.

Table 6.9 AeAT Element Structure

Element or Attribute Name Use Data Type Short Description
AEAT Root element of the AEAT
@aeaTableId 0..1 string The identifier of the AEAT table.
AEA 1..N The identifier of the start of a specific Advanced

Emergency Information message within AEAT
formatted as AEA-MF.

@aeald 1 string The identifier of AEA message.

@issuer 1 string The identifier of the broadcast station originating or
forwarding the message.

@audience 1 string The intended distribution of the AEA message.

@subAudience 0..1 aeat:listOfStrings | Subgroup for non-public messages.

@aeaType 1 string The type of the message.

@refAEAId 0..1 string The referenced identifier of AEA message. It shall

appear when the @aeaType is “update” or “cancel”
and shall not appear when the @aeaType is "alert”.

@priority 0.1 unsignedByte The priority of the message. It shall appear when the
@aeaType is “alert” or “update” and shall not appear
when the @aeaType is “cancel”.

@category 0.1 string A code identifying the event category of the AEA
message.
@wakeup 0..1 boolean Indication that this AEA is associated with a wake-up
event.
Header 0..1 The container for the basic alert envelope.
@effective 0..1 dateTime The effective time of the AEA message. It appears when
the @aeaType is “alert” or “update”. If omitted, the
default is immediate.
@expires 0.1 dateTime The expiration time of the AEA message. It appears
when the @aeaType is “alert” or “update”.
EventCode 0.1 string A code identifying the event type of the AEA message.
@type 1 string A national-assigned string designating the domain of the
code (e.g. “SAME” in US, ...).
EventDesc 0..N string The short plain text description of the emergency event
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(e.g. “Tornado Warning” or “Tsunami Warning”.

@lang

lang

The code denoting the language of the respective
element of the EventDesc.

Location

string

The geographic code delineating the affected area of
the AEA message. It appears when the @aeaType is
“alert” or “update”.

@type

string

A national-assigned string designating the domain of the
code (e.g. “FIPS” in US or “SGC” in Canada).

AEAText

string

Contains the specific text of the emergency notification.
It appears when the @aeaType is “alert” or “update”.
It is optional when the @aeaType is “cancel”.

@lang

lang

The code denoting the language of the respective
element of the AEA message text.

LiveMedia

Contains the information of emergency-related live A/V
Service which is delivered via broadcast stream.

@bsid

aeat:listOfUnsign
edShort

Identifier of the Broadcast Stream that contains the
emergency-related live A/V Service.

@serviceld unsignedShort Integer number that identifies the emergency-related
A/V Service.

ServiceName string A user-friendly name for the Service where LiveMedia
is available.

@lang lang The language of the text described in the
ServiceName element.
Media Contains the component parts of the multimedia

resource.

@lang lang The code denoting the language of the respective
element Media.

@mediaDesc string Text describing the type and content of the media file.

@mediaType string Text identifying the intended use of the associated
media.

@Qurl anyURI URL of the media file.

@lternateur] anyURI Alternate URL of the media file when it is also available
via non-broadcast delivery (i.e. via the Internet).

@contentType string IANA media t}ipe of media content referenced by
Media@url.

@contentLength unsignedLong Size in bytes of media content referenced by

Media@url.

@mediaAssoc

anyURI

URI of another Media element with which this attribute is
associated.

6.5.2 AEAT and AEA Semantics

The following text specifies the semantics of the elements and attributes in the AEAT.
AEAT — Root element of the AEAT.
AEAT@aeaTableId — This attribute, if present, shall be a string value uniquely identifying an AEAT
(table) within a given RF channel (or within the data delivered by bonded RF channels). The
@aeaTable1d shall be restricted to the 62 alphanumeric characters using the ASCII character
set of 0x30 through 0x39, 0x41 through 0x5A, 0x61 though 0x7A, the dash (0x2D), dot (0x2E)
and underscore (0x5F) characters. This element is used to identify a given version of an
incremented AEA Table. Any change in the presence or value of an AEA@aea1d will cause a

change in the value of the AEAT@aeaTable1d.

AEA — Advanced Emergency Information Message. This element is the parent element that has
@aeald, @issuer, @audience, @aeaType, @refAEAId, @priority, and @wakekup attributes plus
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the following child elements: Header, AEAtext, Media, and optionally LiveMedia and Med1ia.
Note that in the case of @aeaType of “cancel”, the Header, AEAText, Media, LiveMedia and
Media elements shall not be present.

AEA@aea1d — This attribute shall be a string value uniquely identifying the AEA message within a
given RF channel (or within the data delivered by bonded RF channels). This attribute shall be
restricted to the 62 alphanumeric characters using the ASCII character set of 0x30 through
0x39, 0x41 through 0x5A, 0x61 though 0x7A, the dash (0x2D), dot (0x2E) and underscore
(0x5F) characters. This element is used to associate updates or cancels to this alert.

AEA@issuer — A string that shall identify the broadcast station originating or forwarding the
message. @issuer shall include an alphanumeric value, such as call letters, station ID, group
name, or other identifying value. This string shall not exceed 32 characters.

AEA@audience — This string shall identify the intended audience for the message. The value shall
be coded according to Table 6.10.

Table 6.10 Code Values for AEAT.AEA@audience

Audience Meaning
) For general dissemination to unrestricted audiences.
"public" All alerts intended for public consumption must have the value of “public”. (Required for AEA-MF

public dissemination.)

For dissemination only to an audience with a defined operational requirement. Alerts intended for
non-public dissemination may include the value of “restricted”.

"restricted"

"private" For dissemination only to specified addresses (conditional access requirement).

other values ATSC Reserved

AEA@subAudience — The string(s) shall identify the intended subgroup(s) for restricted or private
audiences. The union of the @subAudience strings shall describe the audience for the message.
The value(s) shall be defined as agreed by the broadcaster and the restricted entity
(subAudience) that uses it. As such, the general public will not be aware of this information.
This field shall appear when @audience is "restricted" or "private". For example, this field
might contain a string which describes all freshmen (“grade9”), and a string which describes
all sophomores (“gradel0”). Together those string values would include the audience
consisting of all students within both 9th and 10th grades (the union of 9th and 10th graders).

AEA@aeaType — This string shall identify the category of the AEA message. The value shall be
coded according to Table 6.11.

Table 6.11 Code Values for AEAT.AEA@aeaType

aeaType |Meaning

Indicates that AEA message is new. (Note, alert messages such as the U.S. required monthly test,
"alert" RMT, are considered alert messages, and must contain the value of “alert”.) In this case,
@refAEAid shall not appear.

Indicates that AEA message is not new, but contains updated information from a previous emergency
alert message. In this case, @refAEA1 d shall appear.

"update"

Indicates that AEA message is cancelling a previous emergency alert message. In this case,
"cancel" | @refAEAid shall appear, and all attributes of the AEAT . AEA.Header, AEAText, LiveMedia,
and Med1 a elements shall not be present.

other

ATSC Reserved
values
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AEA@refAEAId — A string that shall identify the @aeazd of a referenced AEA message. It shall
appear when the @aeaType is "update" or "cancel". When @aeaType is "alert", @refAeAld
shall not be present. When @refAEAId is not present, there is no default value.

AEA@priority — The AEA message shall include an 8-bit unsigned integer value that indicates the
priority of the alert when @aeaType is "alert" or "update". The value shall be coded according
to Table 6.12. When it is not present, there is no default value.

Table 6.12 Code Values for AEAT.AEA@priority

priority Meaning
Maximum Priority
e Urgent or extreme message context.
4 e A highest level of alert (e.g. the U.S. Emergency Action Notification/EAN).
e A Canadian “broadcast immediate” requirement in the source alert message.
¢ Defined by station operator for a time critical alert (e.g. earthquake/EQW or tornado/TOR).
High Priority
3 e Defined by station operator for messages of an important or severe context.
e May also be used for a “broadcast immediate” message.
e Overrides any previous messages.
5 Moderate Priority
o Defined by station operator for messages of a moderate but actionable priority.
Low Priority
1 o Defined by station operator for messages of an informative nature, or of minor and non-
actionable status (e.g. weather watches).
Minor Priority
0 o Defined by station operator for periodic or occasional messages of extremely minor context
(e.g. test or administrative signals).
e Messages should not interrupt the user from other interactive functions.
other ATSC Reserved
values

AEA@category — This attribute shall identify the event category of the AEA message formatted as
a string denoting the value itself. When category is not present, there is no default value.
When the value of AEA@audience is “public”, then the value for AEA@category shall be from
the values in Table 6.13.
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Table 6.13 Code Values for AEAT.AEA@category

Category Meaning

“ADVISORY” |Urgent Advisory (e.g., from a newsroom) that does not fit into the categories below.

Health Related (including environmental), including infectious disease information (e.g. COVID

HEALTH instructions), pollen and other environmental health hazards.

“WEATHER” Urgent meteorological information and updates.

“EMERGENCY” | General emergency and public safety information, including fire, geological and other situations.

Urgent information related to schools/educational institutions, including school closures,
reopenings, in-school emergencies, and other important information.

Urgent information of local relevance, including utility/infrastructure issues, sanitation, government
closures, etc.

“ ”» Urgent Transit/Transport/Traffic information, such as road closures, major traffic incidents, public
TRANSIT .
transit delays, etc.

“scHooL”

“COMMUNITY”

“OTHER” Messages not categorizable above, such as test or “heartbeat” messages.
Other ATSC reserved.

AEA@wakeup — This optional Boolean attribute, when present and set to "true" shall indicate that
the AEA is associated with non-zero ea_wake_up bits (See Annex G.2). The default value, when
not present, shall be "false".

Header — This element shall contain the relevant envelope information for the AEA message,
including the type of alert (EventCode), the time the alert is effective (@effective), the time it
expires (@expires), and the location of the targeted alert area (Location). Messages of type
“cancel” shall not contain the Header element.

Header@effective — This date/time attribute shall contain the effective time of the alert message.
The date and time shall be represented in the XML dateTime data type format (e.g., "2016-06-
23722:11:16-05:00" for 23 June 2016 at 11:15 am EDT). Alphabetic time zone designators
such as “z” shall not be used. The time zone for UTC shall be represented as "-00:00". When
it is not present, it shall indicate “immediately effective”.

Header@expires — This date/time attribute shall contain the expiration time of the AEA message.
The date and time shall be represented in the XML dateTime data type format (e.g., "2016-06-
237T22:11:16-05:00" for 23 June 2016 at 11:15 am EDT). Alphabetic time zone designators
such as “z” shall not be used. The time zone for UTC shall be represented as "-00:00". This
attribute shall not appear for an AEA message with @aeaType as "cancel" (because when
@aeaType is "cancel"”, the message “immediately expires”). This attribute shall appear when
the @aeaType is "alert" or "update".

EventCode — This string element shall identify the event type of the AEA message formatted as a
string (which may represent a number) denoting the value itself (e.g., in the U.S., a value of
“EVI” would be used to denote an evacuation warning). Values may differ from nation to
nation, and may be an alphanumeric code, or may be plain text. Only one EventCode shall be
present per AEA message. When EventcCode is not present, there is no default value.

EventCode@type — This attribute shall be a national-assigned string value that shall designate the
domain of the EventCode (e.g., in the U.S., "sAME" denotes standard FCC Part 11 EAS coding).
Values of @type that are acronyms should be represented in all capital letters without periods.

If @type="sAME", then the EventCode shall be defined as a three letter event code as defined
in FCC’s Part 11 rules on EAS (at 47 CFR 11.31(e)).
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EventDesc — A string that shall contain a short plain text description of the emergency event. This
string shall not exceed 64 characters. When the EventcCode element is present, the EventDesc
should correspond to the event code indicted in the EventCode element (e.g. an EventDesc of
“Tornado Warning” corresponds to the EAS EventCode of "TorR"). When an EventCode
element is not present, the Eventbesc should provide a brief, user-friendly indication of the
type of event (e.g. “School Closing”).

EventDesc@lang — This attribute shall identify the language of the respective EventDesc element
of the alert message. This attribute shall be represented by formal natural language identifiers
and shall not exceed 35 characters in length as defined by BCP 47 [32]. There shall be no
implicit default value.

Location — This element shall describe a message target with a geographically-based code. When
this element is not present, it shall indicate that the AEA message is geographically relevant
throughout the transmission area.

Location@type — A string that shall identify the domain of the Location code. Note that some
receivers may not be capable of determining whether they are located within the signaled
location area of the event. It is suggested that such receivers process the alert as if they were
located within the area of the event.

e I[fa@type="FIPs", then the Location shall be defined as a group of one or more numeric
strings separated by commas. Each 6-digit numeric string shall be a concatenation of a
county subdivision, state and county codes as defined in FIPS [59] in the manner defined
in 47 CFR 11.31 as PSSCCC. Additionally, the code "000000" shall mean all locations
within the United States and its territories, and the code "999999" shall mean all locations
within the coverage area of the station from which this AEAT originated.

o If@type="sGcC", then the Location shall be defined as a group of one or more numeric
strings separated by commas. Each numeric string shall be a concatenation of a 2-digit
province (PR), a 2-digit census division (CD) and a 3 digit census subdivision (CSD) as
defined in SGC [61]. Additionally, the code “00” shall mean all locations within Canada,
and the code “9999” shall mean all locations within the coverage area of the station from
which this AEAT originated.

e If@type="polygon", then the Location shall define a geospatial space area consisting of
a connected sequence of three or more GPS coordinate pairs that form a closed, non-self-
intersecting loop. Each coordinate pair shall be expressed in decimal degrees.

e I[f@type="circle", then the Location shall define a circular area represented by a central
point given as a coordinate pair followed by a space character and a radius value in
kilometers.

Textual values of @type are case sensitive, and shall be represented in all capital letters,
with the exceptions of "polygon" and "circle".

AEAText — A string of the plain text of the emergency message. Each AEAText element shall include
exactly one @lang attribute. For AEAText of the same alert in multiple languages, this element
shall require the presence of multiple AEAText elements. When AEAText is not present, there is
no default value. When the message is of type “cancel”, there is no expectation that AEAText
will be presented to the audience.

AEAText@lang— This attribute shall identify the language of the respective AEAText element of the
AEA message. This attribute shall be represented by formal natural language identifiers as
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defined by BCP 47 [32], and shall not exceed 35 characters. There shall be no implicit default
value.

LiveMedia — Identification of a broadcast delivered A/V Service that may be presented to the user
as a choice to tune to for emergency-related information, e.g., ongoing news coverage. A
LiveMedia element shall be present if AEA@wakeup is "true". When LiveMedia is not present,
there is no default value. Message of type “cancel” shall not contain the LiveMedia element.

LiveMedia@bsid — This list of one or more unsigned 16-bit integer values shall indicate identifier(s)
of the Broadcast Stream(s) which contain the essential portions of the emergency-related live
A/V Service. When the value of LiveMedia@bsid is a list of more than one unsigned 16-bit
value it shall indicate multiple Broadcast Streams with channel bonding applied.

LiveMedia@serviceId — A 16-bit integer that shall uniquely identify the emergency-related live
A/V Service.

ServiceName — A user-friendly name for the Service where the live media is available that the
receiver can present to the viewer when presenting the option to tune to the LiveMedia, e.g.,
“WZYX Channel 5.” When ServiceName is not present, there is no default value.

ServiceName@lang — Shall identify the language of the respective ServiceName element of live
media stream. This attribute shall be represented by formal natural language identifiers and
shall not exceed 35 characters, as defined by BCP 47 [32]. There shall be no implicit default
value.

Media — This element contains the component parts of the multimedia resource, including the
language (@1ang), description (@mediabesc) and location (@ur1) of the resource. It refers to an
additional file with supplemental information related to the AEAtext; e.g., an image or audio
file. Multiple instances may occur within an AEA message block. Note that AEA media is made
accessible to a BA that is subscribed to AEATSs (see A/344 [46] for subscribe AEAT API)
using the AppContextldList in the Extended FDT Instance (EFDT.FDT-
Instance@appContextIdList), see Section 9.2.10 of A/344 [46]. Messages of type “cancel”
shall not contain the Media element.

Media@lang — This attribute shall identify the respective language for each Media resource, to help
instruct the recipient if different language instances of the same multimedia are being sent.
This attribute shall be represented by formal natural language identifiers as defined by BCP 47
[32], and shall not exceed 35 characters. This element shall be present if the @mediabesc
element is present.

Media@mediabDesc — A string that shall, in plain text, describe the content of the Media resource
that provides context for a viewer to understand what a given media file contains. For example,
“Evacuation map of Jones County as of 1/1/2019” or “Doppler radar image related to
Hurricane Sandy”, etc. The language of the Media@mediaDesc shall be inferred to be the same
as the language indicated in Media@1lang. This information may be used by a receiver to present
a viewer with a list of media items that the viewer may select for rendering. When this field is
not provided, the receiver may present generic text for the item in a viewer UI (e.g., if the
@contentType indicates the item is a video, the receiver may describe the item as “Video” in a
UL list).

Media@mediaType — This string shall identify the intended use of the associated media. Note that
media items identified with this attribute are typically associated with items that are
automatically handled by the receiver’s alert user interface, as opposed to media that is
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presented in a list to the user for selection. The value shall be coded according to Table 6.14.
When Media@mediaType is not present, there is no default value.

Table 6.14 Code Values for AEAT.AEA.Media@mediaType

MediaType Meaning

"EventDescAudio" |The audio (voice) associated with the EventDesc element
"AEAtextAudio" The audio (voice) associated with the AEAtext element
"EventSymbol" A symbol associated with the EventDesc

other values ATSC Reserved

Media@url — A required attribute that shall indicate the location of the rich media resource
delivered via broadcast ROUTE. As a relative URL, the value of Media@ur1 shall match the
@content-Location attribute of the corresponding File element in the Extended FDT Instance
in the LCT [26] channel delivering the file, or the Entity header of the file, and its format
complies with that of the content-Location URI as described in Section 8.1.1.2.

Media@alternateur]l — An optional attribute that shall indicate the location of the rich media
resource when it is also available via broadband. The attribute shall be formed as an absolute
URL and shall reference a file on a remote server.

Media@contentType — A string that shall represent media type assigned by IANA for the media
content referenced by Media@url. mMedia@contentType shall obey the semantics of the
Content-Type header of HTTP/1.1 protocol RFC 7231 [31]. When Media@contentType is not
present, there is no default value.

Media@contentLength — A string that shall represent the size in bytes of media content referenced
by Media@url. When Media@contentLength is not present, there is no default value.

Media@mediaAssoc — An optional attribute that shall contain a Media@ur1 of another rich media
resource with which this media resource is associated. Examples include a closed caption track
associated with a video. Construction of Media@mediaAssoc shall be as described in Media@ur1
above. When Media@mediaAssoc is not present, there is no default value.

6.6 OnscreenMessageNotification Fragment

The onscreenMessageNotification indicates to a receiver the broadcaster’s preference for the
receiver to avoid obscuring any part of the video images (e.g., when important text/visual
information, including emergency-related, information is visually embedded in the video). The
OnscreenMessageNotification LLS table is composed of KeepsScreenclear elements. The
@version of each KeepscreencClear element identifies unique KeepScreencClear notifications.

The onscreenMessageNotification shall be represented as an XML document containing a
onscreenMessageNotification root element that conforms to the definitions in the XML schema
that has namespace:

tag:atsc.org,2016:XMLSchemas/ATSC3/Delivery/ONSCREEN/1.0/

The definition of this schema is in an XML schema file, ONSCREEN-1.0-20170920.xsd,
accompanying this Standard, as described in Section 3.6 above. The XML schema xmlns short
name should be "osmn".
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6.6.1 OnscreenMessageNotification Syntax

While the indicated XML schema specifies the normative syntax of the
onscreenMessageNotification element, informative Table 6.15 describes the structure of the
onscreenMessageNotification element in a more illustrative way. The specifications following
the table give the normative semantics of the elements and attributes.

Table 6.15 onscreenMessageNoti fication Element Structure

Element or Attribute Name Use Data Type Description
onscreenMessageNotification 1
KeepScreenClear 0..N Service Information related to Onscreen
Message Notification.
@bsid 1 listOfUnsignedShort | Identifier of the broadcast stream.
@serviceId 0..1 |unsignedShort Identifier of the Service within the scope of
the broadcast stream that the notification
applies.
@serviceIdRange 0..1 |unsignedShort Identifier of a range of serviceld that this
KeepScreenClear applies.
@notificationDuration 0..1 |duration Indicates duration of this KeepScreenClear
for the signaled Service(s).
@kscFlag 0..1 |boolean Indicates the status of KeepScreenClear
@version 1 unsignedByte The version of KeepScreenClear

6.6.2 OnscreenMessageNotification Semantics

onscreenMessageNotification — Root clement contains broadcaster and Service information for
on-screen important text/visual information, including emergency-related, information that has
been rendered by broadcasters on their video Service(s).

KeepscreenClear — Conveys information for Service(s) regarding keep screen clear status
corresponding to on-screen important text/visual information.

@bsid — This space-delimited list of one or more 16-bit identifiers shall indicate the BSID(s) of the
Broadcast Stream(s) associated with the values of @service1d indicated in the message.

@servicerd — This 16-bit integer shall uniquely identify the Service within the scope of this
broadcast stream that KeepScreencClear applies to. When @servicelId is not present, the
KeepScreencClear shall apply to all Services within the broadcast stream identified by @bsid.

@serviceIldrange — Shall specify the range of Services within the scope of the broadcast stream
that this notification applies to. @serviceIdrRange shall not be present when @serviceld is not
present. When @serviceld is present and @serviceIdRange is not present, @serviceIdRange
shall be set to 0. The Keepscreenclear element shall apply to the Services identified by
SLT.Service@serviceId in the range from @serviceId to @ServiceId+@serviceIdRange
inclusive in the broadcast stream identified by @bsid.

@notificationburation — This value shall be the duration of the KeepScreencClear element for
the identified Services within the identified broadcast stream. For the purpose of counting, time
starts at the reception of the oOnscreenMessageNotification. When not present,
@notificationburation shall be set to "pT1M", i.e., 1 minute. A @notificationburation
value greater than 1 hour shall be set to "PT1H", i.e., 1 hour. A @notificationburation value
of 0 or less shall be considered invalid. The @kscFlag of the identified Services within the
identified broadcast stream shall be set to "false" when current time reaches or exceeds
(onscreenMessageNotification reception time + @notificationburation).
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@kscFlag — Indicates the status of the Keepscreenclear for the identified Service(s) within the
identified broadcast stream. When not present, @kscFlag shall be "true" for identified
Services and shall be "false" for all Services for the broadcast stream identified by @bsid
which are not identified by any KeepScreenClear element inside the parent
onscreenMessageNotification element. When an onscreenMessageNotification element
does not include any KeepScreenClear element then @kscFlag shall be "false" for all
Services for all broadcast streams.

@version — An 8-bit unsigned integer that shall be incremented by 1 whenever any data in the
KeepsScreencClear element changes. When the value reaches 0xFF, the value shall wrap to 0x00
upon incrementing. The scope of uniqueness of the @version is determined by the broadcaster.

6.7 SignedMultiTable

SignedMultiTable comprises a list of LLS tables. Each iteration through the LLS_payload_count loop
contains a single LLS table type (e.g., SLT, RRT), followed by a signature.

The syntax of this multi-table shall be according to Table 6.16.

Table 6.16 SignedMultiTable syntax

Syntax No. of Bits Format
SignedMultiTable() {
LLS_payload_count 8 uimsbf
for (i=0; i<LLS_payload_count; i++) {
LLS_payload_id 8 uimsbf
LLS_payload_version 8 uimsbf
LLS_payload_length 16 uimsbf
LLS_payload() var
}
signature_length 16 uimsbf
signature() var uimsbf
}

LLS_payload_count — An 8-bit unsigned integer that shall list the number of LLS tables in the loop
defined in Table 6.16 above.

LLS_payload_id — An 8-bit unsigned integer that shall indicate the payload type (values of
LLS_table_id) of the LLS_payload() field. Valid values are from the values defined for
LLS_table_id. The values 0x00 and OxFE shall not be used.

LLS_payload_version — An 8-bit unsigned integer that shall be defined as LLS_table_version for this
payload.

LLS_payload_length — A 16-bit unsigned integer that shall indicate the length, in bytes, of the
LLS_payload() field.

LLS_payload() — The payload as signaled by the LLS_payload_id value (e.g., SLT, RRT). See
LLS_table_id.

signature_length — A 16-bit unsigned integer that shall indicate the length, in bytes, of the signature()
field.

signature() — This field shall be CMS Signed Data as per A/360 [10], Section 5.2.2.3. The signature
shall be computed over the LLS_payload_count field up to but not including the signature_length
field.
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6.8 UserDefined

LLS_table_id OXFF is available for user-defined usage. This table shall be an XML document that is
defined by any user of this Standard and shall have at least one namespace not defined by ATSC.

6.9 Signaling Server

The Service Layer Signaling Server provides HTTPS Secure Connection access to the Service
Layer Signaling (SLS) tables defined in Section 7.

When an sLTInetur1 with url1Type attribute value "1" is present in the SLT, it can be used as
a base URL to make HTTP requests for signaling metadata. The desired signaling metadata objects,
as defined in Table 6.18, to be returned are indicated by appending path terms to the base URL
(rather than using query terms). This makes the retrieval of the signaling metadata objects more
efficient from the server standpoint, since no server side application is required to retrieve the
desired objects. Each request simply fetches a file. To make such a request, the GET method is
used, and the path appended to the end of the base URL contains terms indicating the desired
signaling object or objects, as indicated in Table 6.17.

Table 6.17 Path Terms, in Order of Appearance in Path

Terms Meaning

<service_id> Identifies desired Service (in decimal notation)
normal|diff|template Identifies desired mode of files

current|next Identifies desired current/next version
Jist_of_metadata_object_types Sq_aa%?(;sgp;%rated string of string tokens defined in

When an sLTIneturl with ur1Type attribute "1" base URL appears (at the SLT level), the
service_id term is used to indicate the Service to which the requested signaling metadata objects
apply. When constructing a URL path, the value of service_id shall be represented as a decimal
number (with no leading zeros and no decimal point). When the service_id term is not present,
then the signaling metadata objects for all Services in the section are requested.

The normal/diff/template term indicates whether the normal form of the metadata object(s),
the diff form of the metadata object(s), or the template form of the metadata object(s) is requested.
When the normal form is desired, the normal term shall be omitted.

The current/next term indicates whether the current version of the metadata object(s) or the
next version of the metadata object(s) after the current version is requested. When the current
version is desired, then the current term shall be omitted.

The fourth term is used to indicate which types of metadata object(s) are desired. The supported
types are listed in Table 6.18, with their descriptions.
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Table 6.18 Metadata Object Types

object_type Description
value

ALL All metadata objects for requested Service(s)

RD All applicable ROUTE SLS metadata fragments for the requested Service(s), which shall include the
USBD and S-TSID, and may include the APD and MPD fragments

APD APD for requested Service(s)

MMT All MMT metadata objects for requested Service(s)

USBD USBD for requested Service(s)

STSID S-TSID for requested Service(s)

MPD DASH MPD for requested Service(s)

PAT MMT Package Access Table for requested Service(s)

MPT MMT Package Table for requested Service(s)

MPIT MMT Media Presentation Information Table for requested Service(s)

CRIT MMT Clock Relation Information Table for requested Service(s)

DCIT MMT Device Capabilities Information Table for requested Service(s)

HELD HTML Entry pages Location Description for requested Service(s)

DWD Distribution Window Description for requested Service(s)

AEI MMT Application Event Information for requested Service(s)

EMSG ROUTE/DASH Application Dynamic Event for requested Service(s)

EVTI MMT Application Dynamic Event for requested Service(s)

RSAT Regional Service Availability Table for requested Service(s) (A/200 [47])

------ All other values ATSC Reserved. See ATSC Code Point Registry [63].

Some examples of relative URLs for an HTTPS request (signaled in the SLTIneturL element
for signaling metadata objects would be:

2107/RD — returns the current, normal version of all ROUTE/DASH signaling objects for
the Service with service_id 2107

2103/next/MPD — returns the next, normal version of the MPD for the Service with
service_id 2103

2104/template/HELD — returns the current, template version of the HELD for the Service
with service_id 2104

2110/template/ALL — returns the current, template versions of all the metadata objects as
denoted in Table 6.18, for the Service with service_id 2110

When an svcIneturl with ur1Type attribute "1" appears (at the service layer), then the same
paths can be appended to the end of it, with the same semantics, except that no Service term shall
appear, since it is not needed to designate the desired Service.

The response body for those HTTP requests shall include an MBMS metadata envelope per
Section 11.1.3 of MBMS [14] containing an item element for each signaling object included in
the response. The “Referenced” method of use of metadataEnvelope shall be used: signaling
objects shall be referenced in their item elements, and they shall be packaged together with the
metadata envelope in a multi-part MIME message, in the order in which they are referenced. The
validrrom and validuntil attributes of the item elements should be present, to indicate the
interval of validity of each signaling object.

The item element of the MBMS metadata envelope shall be extended by the addition of two
optional attributes, @nextURL and @availAt.
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Thus, at the @availAt time for a signaling object that was acquired via broadband, the next
scheduled update of the signaling object shall be available to an HTTP GET request with the URL
given by the nextuRL attribute in the item element that was used to represent the signaling object
in the metadata envelope. It is expected that each receiver will initiate its request at a randomly-
selected time between @availAt and shortly before @validuntil to request the @nextUrL in order
to smooth the transaction load on the signaling server. It is expected that receivers do not leave
this until the very end of the validity period but allow for network and processing latencies so as
to ensure that the scheduled update is received prior to @validuntil.

The ATSC extension to the metadata envelope shall be represented as an XML data structure
conforming to the definitions in the XML schema that has namespace:

tag:atsc.org,2016:XMLSchemas/ATSC3/Delivery/ATSC-Meta/1.0/

The definition of this schema is in an XML schema file, ATSC-META-1.0-20190122.xsd,
accompanying this Standard, as described in Section 3.6 above. The XML schema xm1ns short
name should be "meta". The indicated XML schema specifies the normative syntax of this
extension.

Informative Table 6.19 describes this attribute.

Table 6.19 ATSC-Defined Extension to MBMS Metadata Envelope item

Element
Element or Use Data Type Description
Attribute Name
@nextURL 0..1 {anyURI The URL of the next scheduled update to the signaling
object described in the item element.
@availAt 0..1 |xs:dateTime | The time at which the URL of the next scheduled update to the signaling
object described in the item element will be available.

@nextURL — A URL which when present, shall be the URL of the next scheduled update to the
signaling object described in the item element.

@availAt — The earliest time at which the resource identified by @nexturL will be available for
retrieval from the signaling server. When present, @availAt shall have a value that is earlier
than the value of @validuntil (if @validuntil is present). When absent, if a @validuntil
attribute is specified for the signaling object, the absence of @availAt shall mean a default
value of @availAt that is 1 minute prior to @validuntil.

If an unscheduled update is made to a signaling object, a dynamic event will be issued
announcing the update, as specified in the ATSC 3.0 Application Signaling specification A/337
[7]. A device can then acquire the updated signaling object, using the URL in the data attribute of
the dynamic event.

When an sLTInetur1 with urlType attribute "2" is present, the URL given by this element can
be used to retrieve ESG data via broadband for all Services in the SLT. When a SvcIneturl with
urlType attribute "2" is present, the URL given by this attribute can be used to retrieve ESG data
via broadband for the Service with the same serviceld as the Service element in which the
SvcIneturl appears. In both cases the URL is used for queries as specified in the ATSC 3.0
Service Announcement specification A/332 [5].
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7. SERVICE LAYER SIGNALING

For Service delivery using ROUTE, the SLS for each Service describes characteristics of the
Service, such as a list of its components and where to acquire them, the receiver capabilities
required to make a meaningful presentation of the Service, and the availability and associated rules
regarding access to file repair services by receivers. In ROUTE delivery of a DASH formatted
streaming Service, the SLS shall include the User Service Bundle Description (USBD), the S-
TSID and the DASH Media Presentation Description (MPD), and may include the HTML Entry
pages Location Description (HELD), the Distribution Window Description (DWD) and the
Regional Service Availability Table (RSAT) (see A/200 [47]). In ROUTE delivery of data
Services (e.g., the ESG Service, the EAS or the DRM Data Service), app-based Services or app-
based feature in Linear Services, the SLS shall include the USBD and the S-TSID and may include
the MPD, the HELD, the DWD and the RSAT. The USBD and APD are based on the identically-
named (i.e. User Service Bundle Description and Associated Procedure Description) Service
description metadata fragments as defined in MBMS [14], with extensions that support ATSC 3.0
requirements. Table 7.1 shows the elements and attributes of the ROUTE USBD that would be
used in practice for ATSC 3.0 Service delivery.

For MMTP, the SLS for each MPU-formatted streaming Service describes characteristics of
the Service, such as a list of its components and where to acquire them, and the receiver capabilities
required to make a meaningful presentation of the Service. In the MMTP system, the SLS shall
include the USBD fragment, the MMT Package (MP) table, and may include the HELD, and the
DWD. For hybrid delivery, the MMTP-specific SLS shall include the MPD for broadband
components. Table 7.6 shows the elements and attributes of the MMTP USBD that would be used
in practice for ATSC 3.0 Service delivery.

The Service Signaling focuses on basic attributes of the Service itself, especially those
attributes needed to acquire the Service. Properties of the Service and programming that are
intended for viewers appear as Service Announcement, or ESG data. Carriage of the ESG is
specified in the ATSC 3.0 Service Announcement specification A/332 [5].

The service.Broadcastsvcsignaling element in the SLT shall be unique per Service (i.e.,
the collection of its attribute values shall not be repeated for any other Service) in a Broadcast
Stream.

Having separate Service Signaling for each Service permits a receiver to acquire the
appropriate SLS for a Service of interest without the need to parse the entire SLS carried within a
Broadcast Stream.

For optional broadband delivery of Service Signaling, the SLT can include HTTP URLSs where
the Service Signaling files can be obtained. (See Section 6.3 above.)

Figure 7.1 provides an example of the use of the LLS to bootstrap SLS acquisition, and
subsequently, the use of the SLS to acquire Service components delivered on either ROUTE
sessions or MMTP sessions. The figure illustrates the following signaling sequences. An ATSC
3.0 receiver starts acquiring the SLT described in Section 6.3. Each Service identified by
@service1d delivered over ROUTE sessions provides SLS bootstrapping information: source IP
address (sIP1), destination IP address (dIP1), and destination port number (dPort1). Each Service
identified by @service1d delivered over MMTP sessions provides SLS bootstrapping information:
destination IP address (diP2), and destination port number (dPort2).

For streaming Service delivery using ROUTE, the receiver can acquire SLS fragments carried
over the IP/UDP/LCT channel as indicated in the SLT, whereas for streaming Service delivery
using MMTP, the receiver can acquire SLS fragments carried over the MMTP session as indicated
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in the SLT. The USBD/USD fragment describes basic properties of the Service such as its
identifier, status, name, associated language(s) and delivery method. For Service delivery using
MMTP, the USBD references the MMT Signaling’s MPT Message, the MP Table of which
provides identification of Package ID and location information for assets belonging to the Service.

In broadcast delivery of SLS for a DASH-formatted streaming Service delivered using ROUTE,
since SLS fragments are NRT files in nature, their carriage over the ROUTE session/LCT channel
assigned by the SLT shall be in accordance to the Unsigned Packaged Mode or the Signed Package
Mode as described in Section A.3.3.4 and A.3.3.5, respectively.

The S-TSID fragment provides component acquisition information associated with one Service.
It also provides mapping between DASH Representations found in the MPD and in the TSI
corresponding to the component of the Service. The S-TSID can provide component acquisition
information in the form of a TSI, and for a streaming Service, also the associated DASH
Representation identifier carrying DASH Segments associated with the DASH Representation. By
the TSI value, the receiver collects the audio/video components from the Service and begins
buffering DASH Segments then applies the appropriate decoding processes.

The APD fragment provides information regarding the HTTP file repair procedure, which may
be initiated by the receiver to a file repair server, after broadcast delivery of the delivery object of
interest has ended, but the entire object was not successfully received. The use of the file repair
procedure is nominally used to support broadcast delivery of NRT content, e.g., application-related
files that belong to an app-based feature, or data Services such as the ESG or EAS content.

The HELD fragment provides application-related metadata that enables the loading and
unloading of an application including the information about application-related files, such as an
application entry page, files associated with the entry page, media assets expected to be consumed
by the application, or a combination of these content types for one or more applications associated
with a Service.

The DWD fragment provides the broadcast delivery schedule of NRT files for consumption
by either the receiver or broadcaster applications, and may contain additional metadata such as
application context identifiers and filter codes that enable selective content reception, as well as
identification of the application to which the application-related files belong.

The RSAT fragment (A/200, [47]) provides a schedule of upcoming changes to the available
broadcast Services in the region. This schedule indicates when Services will move to another
broadcast or will be discontinued.

For USBD listing Service components delivered on MMTP sessions, as illustrated by “Service
#2” in Figure 7.1, the receiver also acquires an MPT message with matching MMT_package_id to
complete the SLS. An MPT message provides the full list of Service components comprising a
Service and the acquisition information for each component. Component acquisition information
includes MMTP session information and the packet_id within that session.
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Figure 7.1 Example use of Service signaling for bootstrapping and Service
discovery.

Annex B provides an example implementation of the ATSC 3.0 hierarchical signaling
architecture featuring two separate S-TSID fragments, each of which provides the access
information for the LCT channels carrying the contents of an individual ATSC 3.0 Service.

SLS signaling supports the delivery of Service components in multiple PLPs. For example, a
Service could be constructed to transport video in one PLP and audio in a different, more robust,
PLP. To accommodate expected limitations in some receiver designs in which no more than four
ALP packet streams can be simultaneously monitored, and noting that receivers must continuously
monitor the ALP stream transporting the LLS for the selected Service (in order to monitor for
emergency alerts), components of any given Service shall be transported in no more than four total
ALP packet streams including the ALP stream transporting the LLS tables describing that Service.®

Note: Each ROUTE session shall connect to a maximum of one PLP via an ALP
stream. Multiple ROUTE sessions may connect to a given PLP/ALP stream. Each
MMTP session shall connect to a maximum of one PLP via an ALP stream.
Multiple MMTP sessions may connect to a given PLP/ALP stream.

Figure 7.2 depicts how to organize robust audio Service with one PLP/ALP stream per ROUTE
session. There are two basic QoS(s) utilized in the Service. The first of these is more robust and
carries signaling and audio in one ROUTE session. The second, less robust QoS, delivers video
and text (for example, closed-captioning) in a second ROUTE session.

® With LDM, services delivered in the Enhanced Layer cause a receiver to dedicate a PLP processor to
decoding the Core Layer related to that Enhanced Layer. That Core Layer processor counts as one of

the four PLP processors available in the receiver whether that Core Layer carries a stream related to the
desired service or not.
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Figure 7.2 Example use of separate ROUTE sessions/PLPs to support different

QoS for different data types.

7.1 ROUTE/DASH Service Layer Signaling

Service Layer Signaling provides detailed technical information to an ATSC 3.0 receiver to enable
the discovery and access of ATSC 3.0 user Services and their content components. It comprises a
set of XML-encoded metadata fragments carried over a dedicated LCT channel. That LCT channel
can be acquired using the bootstrap information contained in the SLT as described in Section 6.3.
The SLS is defined on a per-Service level, and it describes the characteristics and access
information of the Service, such as a list of its content components and how to acquire them, and
the receiver capabilities required to make a meaningful presentation of the Service, and the means
to recover partially-received objects.. In the ROUTE/DASH system, for linear Services delivery,
the SLS consists of the following metadata fragments: (ROUTE-specific) USBD, S-TSID, DASH
MPD, DWD and the HELD. The SLS may also include an RSAT metadata fragment (see A/200
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[47]) signaling upcoming changes in broadcast Service availability. The SLS fragments shall be
delivered on a dedicated LCT transport channel with TSI = 0.

The data model of the SLS fragments applicable to ROUTE/DASH linear Services, shown
using UML convention, is shown in Figure 7.3.

User
Service 1 includes 1 - " 1 includes
UserServiceDescription
Bundle | ptionfo
Description
0..N I
: DeliveryMethod
HTN;" Egtry Se”’g’:;rii:s‘m Media Distribution
P g. Presentation Window
Location Instance Description Description
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0.N Procedure
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Figure 7.3 Service Layer Signaling data model for ROUTE/DASH Linear
Services.

ROUTE/DASH Service Layer Signaling comprises the User Service Bundle Description
(USBD), Service-based Transport Session Instance Description (S-TSID), Associated Procedure
Description (APD), DASH Media Presentation Description (MPD), HTML Entry pages Location
Description (HELD), and Distribution Window Description (DWD) metadata fragments. These
Service signaling fragments are applicable to linear Services, and with the possible exception of
the MPD fragment, also to application-based Services. The USBD fragment contains Service
identification and metadata to enable the receiver to determine the transport mode (broadcast
and/or broadband) of Service components. The S-TSID fragment provides transport session
descriptions for the LCT channel(s) of the one or more ROUTE sessions in which the media
content components of an ATSC 3.0 Service are delivered, and descriptions of the delivery objects
carried in those LCT channels. In addition an instance of the APD fragment provides metadata for
supporting HTTP file repair in conjunction with Extended FDT Instance parameters as defined in
Annex A, Section A.3.3.1.1. The APD fragment, when present, shall be associated with either a
source flow or a repair flow which carries the delivery object of interest. The HELD fragment
provides application-related metadata that enables the loading and unloading of an application
including the information of application-related files about one or more applications associated
with a Service. The USBD, S-TSID, APD, HELD, DWD, and RSAT are further detailed in
Sections 7.1.3,7.1.4,7.1.7,7.1.8, 7.1.9 and 7.1.10 respectively.

7.1.1  Streaming Content Signaling

The streaming content signaling component of the SLS corresponds to the MPD fragment. The
MPD is typically associated with linear Services for the delivery of DASH Segments as streaming
content. The MPD provides the resource identifiers for individual media components of the
linear/streaming Service in the form of Segment URLs, and the context of the identified resources
within the DASH Media Presentation. It is further described in Section 7.2.2.
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7.1.2  Application Signaling
7.1.2.1 App-based Feature Signaling

App-based feature signaling component of the SLS corresponds to the HELD fragment which
provides application-related metadata that enables the loading and unloading of an application
including the information about application-related files of one or more applications associated
with a Service. It pertains to the delivery of app-based feature components, such as an application
logic file, locally-cached media files, a network content item, or a notification stream. Note that
an application can also retrieve locally-cached data over a broadband connection when available.
Details about app-based feature signaling and the HELD fragment are specified in Section 7.1.8 .

7.1.2.2 Signaling of Broadcaster Application Properties

A Service can contain zero or more app-based features. For example, a linear Service could contain
one app-based feature consisting of a Broadcaster Application that manages the insertion of
targeted ads, and another Broadcaster Application that contains a collection of Broadcaster
Applications that provide an interactive viewing experience to enhance the audio/video program.
Each Broadcaster Application is separately signaled, so that the creators of diverse Broadcaster
Applications do not need to coordinate their signaling.

The URL of an Entry Package containing an Entry Page can be signaled for a Service, i.e., the
@bcastEntryPackageurl attribute or the @bbandeEntrypageurl attribute in HELD defined in
Section 7.1.8. This entry URL can change from time to time. Changes to the entry URL can be
very infrequent. For example, an Entry Page contains a container (e.g., an iFrame) into which it
can load different sub-pages sequentially (usually driven by Events in the broadcast). In this case
the entry URL would typically change only when a new version of the Entry Page is desired.
Alternatively, changes to the entry URL can be frequent. For example, an Entry Page routinely
changes at show and/or interstitial boundaries. The approach to changes of the entry URL is
determined by the broadcaster.

7.1.2.3 Application Lifecycle

The application lifecycle is indicated by the presence or absence of a valid HELD and the entries
in it. This section informatively describes the application life cycle. For specific syntax and
semantics of the HELD, see Section 7.1.8.

e Receipt of a valid HELD is an indication to a receiver that an Entry Page accessible via
the @bcastEntryPageUrl attribute or the @bbandEntryPageUrl attribute in the HELD is
available to be loaded immediately or according to the @validFrom and @validUntil
attributes, if present.

e When a new @bcastEntryPageUrl attribute or a new @bbandEntryPageUr] attribute is
signaled via HELD, it is an indication to the receiver to unload the previous Entry Page
and load the new one accessible via the new @bcastEntryPgeUrl attribute or
@bbandEntryPageUrl attribute immediately or according to the @validFrom and
@validUntil attributes, if present.

o Note that logic within a given Entry Page may load and unload sub-pages as described
in Section 7.1.2.2 above; such actions are application-specific and are not governed by
the HELD.

e When the date/time indicated by the @validUntil attribute in HELD is reached and no
new valid @bcastEntryPageUrl attribute or (@bbandEntryPageUrl attribute has been
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signaled, it is an indication to the receiver to unload the previous Entry Page and not load
a new Entry Page.

e When the HELD is no longer present or no longer valid, it is an indication to the receiver
to unload the previous Entry Page and not launch a new Entry Page.
7.1.2.4 HTTP User-Agent Header Field

In order for HTTP servers to customize the delivery of apps, HTTP requests from the receiver on
behalf of a Broadcast Application, including the launch URL request, shall provide a User-Agent
header field as defined in HTTP [31] and this section.

The syntax shall conform to HTTP [31] Section 5.5.3 and the syntax defined below:

“ATSC3/”<yyyy>[-mm] “(“<capabilities>")"” <HTML>

where:

yyyy shall be the year of publication of A/300

mm shall be the optional month of publication of A/300, which is required if it is the second or more
publication in that year

capabilities shall be a string conforming to the syntax of sa:Capabilities as defined in A/332 [5]
Section 5.2.2.3.3

ML shall be the receiver’s HTML User-Agent information

An example for a receiver conforming to A/300:2020 that signals HEVC HDR and “HTML”
strings from a popular web browser is as follows:

ATSC3/2020-06 (050A) Mozilla/5.0 (Windows NT 10.0; Win64; x64)
AppleWebKit/537.36 (KHTML, like Gecko) Chrome/75.0.3770.142 Safari/537.36

7.1.3  User Service Description
The top level or entry point SLS fragment is the USBD fragment. The USBD fragment for ATSC
3.0 is modeled on the USBD fragment as defined by MBMS [14], with the following extension:
e Child attributes serviceld, and servicestatus under the element
UsersServiceDescription.
The following extensions defined in MBMS [14] are included:
e Child element BroadcastAppService and its child element BasePattern under the
element DeliveryMethod;
e Child element unicastcastAppService and its child clement BasePattern under the
element DeliveryMethod.

The BundleDescriptionROUTE shall be represented as an XML document containing a
BundleDescriptionROUTE root element that conforms to the definitions in the XML schema that
has namespace:

tag:atsc.org,2016:XMLSchemas/ATSC3/Delivery/ROUTEUSD/1.0/

The definition of this schema is in an XML schema file, ROUTEUSD-1.0-20170920.xsd,
accompanying this Standard, as described in Section 3.6 above. The XML schema xmlns short
name should be "routeusd".

While the XML schemas identified above specify the normative syntax of the elements
specified in this ATSC 3.0 Standard, informative Table 7.1 describes the structure of the
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BundleDescriptionROUTE element in a more illustrative way. A large number of the attributes and
elements in the MBMS USBD fragment are optional and not relevant to ATSC 3.0. Table 7.1
shows the elements and attributes that would be used in practice for ATSC 3.0 Service delivery.

The media type corresponding to fragments containing these files shall be as specified in
Annex H.2.

Table 7.1 Semantics of the User Service Bundle Description Fragment for
ROUTE

Element or Attribute Name Use Data Type Description

Root element of the User Service Bundle

BundleDescriptionROUTE Description for ROUTE/DASH.

UserServiceDescription 1 A single instance of an ATSC 3.0 Service.
@serviceld 1 unsignedShort |Reference to corresponding Service element
entry in the (SLT).
@serviceStatus 0.1 boolean Specify the status of this service as active or
inactive.
Name 0..N |string Name of the ATSC 3.0 Service.
@lang 1 lang Language of the ATSC 3.0 Service name.
ServicelLanguage 0..N |lang Available languages of the ATSC 3.0 Service.
DeliveryMethod 0..N Container of transport-related information pertaining

to the contents of the Service over broadcast and
(optionally) broadband modes of access. This
element is not applicable to and therefore shall be
absent for ESG, EAS and DRM Data Services.
BroadcastAppService |0.N A DASH Representation delivered over broadcast
containing the corresponding media component(s)
belonging to the ATSC 3.0 Service.
BasePattern 1.N  [string A character pattern for use by the ATSC receiver to
match against any portion of the Segment URL
used by the DASH Client to request DASH Media
Segments of a parent DASH Representation.
nicastAppService 0..N A DASH Representation delivered over broadband
containing the constituent media content
component(s) belonging to the ATSC 3.0 Service.
BasePattern 1.N  [string A character pattern for use by the ATSC receiver to
match against any portion of the Segment URL
used by the DASH Client to request DASH Media
Segments of a parent DASH Representation.

c

7.1.3.1 User Service Description for ROUTE — Semantics
The following text specifies the semantics of the elements and attributes in the USBD fragment.
BundleDescriptionROUTE — Root element of the User Service Bundle Description for ROUTE.

UserServiceDescription — A complex element whose subordinate elements and attributes
contain additional information for a single ATSC 3.0 Service.

@serviceld — A 16-bit integer value that shall identify the Service named in the parent USBD
fragment. Its value shall be identical to that of the SLT.Service@serviceId attribute in the
SLT which references the LCT channel carrying the USBD fragment for this Service.

@servicestatus — A Boolean attribute which shall convey the current status of this Service as
being active or inactive. A value of "true" shall indicate that the Service is active. A value of
or "false" shall indicate that the Service is inactive. The default value shall be "true".
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Name — This element shall contain the name of this ATSC 3.0 Service as given by one or more
languages as defined by its 1ang attribute. Absence of this attribute shall imply that the Service
name is unnecessary to be indicated in the USBD. For example, this Service is the ESG, EAS
or DRM Data Service.

@lang — This attribute shall indicate the language for the name of this ATSC 3.0 Service, and shall
be represented by formal natural language identifiers as defined by BCP 47 [32].

ServiceLanguage — This element is for backwards compatibility and should not be present in XML
encodings that conform to this Standard. Decoders should ignore it when present.

DeliveryMethod — A complex element whose subordinate elements and attributes contain
transport related information pertaining to the contents of this ATSC 3.0 Service. This element
shall contain information on the delivery mode (broadcast, broadband, or via both paths) for
each of those content components. This element is not applicable to and therefore shall be
absent for the ESG, EAS and DRM Data Services.

At least one of BroadcastAppService or UnicastAppService child clements shall be
present under each DeliveryMethod element.

BroadcastAppService — This element shall be an indication that the content item of this ATSC
3.0 Service as requested by an application in the receiver is delivered over broadcast, i.e. via
the ROUTE protocol. The presence of this element may be used alone, or in conjunction with
its child element BasePattern, to determine whether the delivery path for that content is
broadcast. Absence of this attribute shall imply that none of the content components of this
Service is delivered over broadcast.

BasePattern (under BroadcastAppService)— A string value, typically in the form of a base URI,
which shall be used for matching against the resource URL provided by the application for
making a request of a content component of the ATSC 3.0 Service. The occurrence of a full
match of a BroadcastAppService.BasePattern value to a contiguous portion of the request
URL shall be an indication to the receiver that the requested content is delivered by broadcast.

UnicastAppService — This element shall be an indication that the content item of this ATSC 3.0
Service as requested by an application in the receiver is delivered over broadband, via the
HTTP protocol. The presence of this element may be used alone, or in conjunction with its
child element BasepPattern, to determine whether the delivery path for that content is
broadband. Absence of this attribute shall imply that none of the content components of this
Service is delivered over broadband.

BasePattern (under UnicastAppService ) — A string value, typically in the form of a base URI,
which shall be used for matching against the resource URL provided by the application for
making a request of a content component of the ATSC 3.0 Service. The occurrence of a full
match of a unicastAppService.BasePattern value to a contiguous portion of the request URL
shall be an indication to the receiver that the requested content is delivered by broadband.

7.1.4  Service-based Transport Session Instance Description (S-TSID)

The S-TSID is an SLS metadata fragment that contains the overall transport session description
information for the zero or more ROUTE sessions and constituent LCT channels in which the
media content components of an ATSC 3.0 Service are delivered. The S-TSID also includes file
metadata for the delivery object or object flow carried in the LCT channels of the Service, as well
as additional information on the payload formats and content components carried in those LCT
channels.
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If components of a Service are delivered by a single Broadcast Stream or by multiple Broadcast
Streams without channel bonding, the S-TSID associated with the Service shall only describe the
ROUTE sessions and LCT channels for the components delivered in the Broadcast Stream in
which the S-TSID is delivered. However, if components of a Service are delivered by more than
one Broadcast Stream and channel bonding is applied, the S-TSID associated with the Service may
need to describe the ROUTE sessions and LCT channels for the components delivered in other
Broadcast Streams than the one in which the S-TSID is delivered. More details are described in
Section 5.3.

See Annex A.3 and A.4 for additional information.

Table 7.2 contains the semantics of the S-TSID fragment. Note that the srcFlow and
RepairFlow elements of the S-TSID are defined in Annex A (see Sections A.1.2, A.1.3, A.3 and
A.4).

The S-TSID shall be represented as XML documents and other dependent data type definitions
containing an S-TSID root element that conforms to the definitions in the XML schema files that
have the namespace:

tag:atsc.org,2016:XMLSchemas/ATSC3/Delivery/S-TSID/1.0/

The definition of this schema is in the file, S-7SID-1.0-20170920.xsd, accompanying this
Standard, as described in Section 3.6 above. The XML schema xmlns short name should be
"stsid".

While the indicated XML schema specifies the normative syntax of the S-TSID element,
informative Table 7.2 describes the structure of the S-TSID element in a more illustrative way. See
Annex A.3 and A.4 for additional information.

The media type corresponding to fragments containing these files shall be as specified in
Annex H.1.

Table 7.2 Semantics of the Service-based Transport Session Instance Description

Fragment
Element and Attribute Use Data Type Description
Names
S-TSID Service-based Transport Session Instance
Description
RS 1.N ROUTE session
@sIpAddr 0.1 stsid:IPv4addressType |Source IP address of this ROUTE session;

mandatory for ROUTE session other than session
carrying SLS (session signaled in SLT); defaults
to session carrying SLS.

@dIpAddr 0.1 |stsid:IPv4addressType |Destination IP address of this ROUTE session;
mandatory for ROUTE session other than session
carrying SLS (session signaled in SLT); defaults
to session carrying SLS.

@dport 0.1 unsignedShort Destination port of this ROUTE session; mandatory
for ROUTE session other than session carrying
SLS (session signaled in SLT); defaults to session
carrying SLS.

LS 1.N LCT channel
@tsi 1 unsignedIint TSI value
@bw 0.1 unsignedint Maximum bandwidth
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@startTime 0.1 |dateTime Start time

@endTime 0.1 |dateTime End time
I | SrcFlow 0.1 stsid:srcFlowType Information about the source flow
I | RepairFlow 0..1 stsid:rprFlowType Information about the repair flow

The following text specifies the semantics of the portion of elements and attributes in the S-

TSID fragment represented in Table 7.2.

S-TSID — Root element of the Service-based Transport Session Instance Description.

RS — A complex element whose subordinate elements and attributes contain information about the
one or more ROUTE sessions in which the content components of this ATSC 3.0 Service are
carried.

@sIpAddr — A dotted-IPv4 source IP address whose value shall represent the source IP address for
this ROUTE session. When this attribute is absent, the default value shall be the source IP
address of the ROUTE session whose LCT channel carries the SLS fragments for this Service.
This attribute shall be present when this ROUTE session, whose LCT channel carries content
component(s) of this Service, is not the ROUTE session/LCT channel carrying the SLS
fragments. The syntax shall be as defined in RFC 3986 [19] Section 3.2.2.

@dipAddr — A dotted-IPv4 destination IP address whose value shall represent the destination IP
addess for this ROUTE session. When this attribute is absent, the default value shall be the
destination IP address of the ROUTE session whose LCT channel carries the SLS fragments
for this Service. This attribute shall be present when this ROUTE session, whose LCT channel
carries content component(s) of this Service, is not the ROUTE session/LCT channel carrying
the SLS fragments. The syntax shall be as defined in RFC 3986 [19] Section 3.2.2.

@dport — A destination port number whose value shall be associated with the dotted-IPv4
destination IP address for this ROUTE session. When this attribute is absent, the default value
shall be the destination port number of the ROUTE session whose LCT channel carries the
SLS fragments for this Service. This attribute shall be present when this ROUTE session,
whose LCT channel carries content component(s) of this Service, is not the ROUTE
session/LCT channel carrying the SLS fragments.

LS — A complex element whose subordinate elements and attributes contain information about each
of the one or more LCT channels that carry content component(s) of the ATSC 3.0 Service to
which the ROUTE session(s) identified in this S-TSID are associated. Any given LCT Channel
shall carry either real-time content (DASH Media Segments and Initialization Segments) or
non-real-time (locally-cached) content, but not both.

@tsi — A 32-bit unsigned integer which shall represent the value of the Transport Session Identifier
(TSI) for this LCT channel and whose uniqueness shall be scoped by all ROUTE sessions
described in this S-TSID.

@w — A 32-bit unsigned integer which, when present, shall represent the maximum bit-rate
required by this LCT channel. It shall be specified by using the Application Specific (AS)
bandwidth modifier, at the media level, in RFC 4566 [20]. The AS bandwidth for an LCT
channel of the parent ROUTE session shall be the largest value among the sum of the sizes of
all packets transmitted during any one second long period of the session, expressed in kilobits.
The size of the packet shall be the complete packet, i.e. comprising IP, UDP and ROUTE
headers, and the data payload. Absence of this attribute shall imply that the maximum bit-rate
required by this LCT channel is unknown.
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@startTime — This attribute shall represent the start time of this LCT channel, defined in
accordance to the time description, i.e. “t=" line in RFC 4566 [20], and representing the
“t=<start-time>" value, The only difference from RFC 4566 [20] is in the format of the session
start time — i.e., instead of decimal representation of the NTP (Network Time Protocol) time
value, in this specification, the session start time shall be represented by the dateTime XML
datatype as defined in XSD Datatypes [43]. Absence of this attribute shall be an indication that
the start time of this LCT channel occurred at some time in the past.

@endTime — This attribute shall represent the end time of this LCT channel, defined in accordance
to the time description, i.e. “t=""line in RFC 4566 [20], and representing the “t=<end-time>"
value, The only difference from RFC 4566 [20] is in the format of the session end time —i.e.,
instead of decimal representation of the NTP (Network Time Protocol) time value, in this
specification, the session end time shall be represented by the dateTime XML datatype as
defined in XSD Datatypes [43]. Absence of this attribute shall be an indication that the end
time of this LCT channel will occur at an undefined time in the future.

srcFlow— A complex element whose subordinate elements and attributes shall contain information
about the source flow (as defined in Annex A, Section A.3), if present, within its parent LCT
channel. Absence of this element shall imply that no source flow, but only a repair flow, is
carried in this LCT channel.

RepairFlow — A complex element whose subordinate elements and attributes shall contain
information about the repair flow (as defined in Annex A, Section A.4), if present, within its
parent LCT channel. Absence of this element shall imply that no repair flow, but only a source
flow, is carried in this LCT channel.

7.1.5 DASH Media Presentation Description (MPD)

The MPD is only applicable to a Service containing DASH-formatted content. It contains a
formalized description of the DASH-IF [12] profile of a DASH Media Presentation, corresponding
to a linear Service of a given duration defined by the broadcaster (for example a single TV
program, or the set of contiguous linear TV programs over a period of time). The contents of the
MPD provide the resource identifiers for Segments and the context for the identified resources
within the Media Presentation. The data structure and semantics of the MPD fragment shall be
identical to the data structure and semantics of the DASH Media Presentation Description as
defined in DASH-IF [12].

In the context of ATSC 3.0 Services, one or more of the DASH Representations conveyed in
the MPD are carried over broadcast. The MPD may describe additional Representations delivered
over broadband, e.g. in the case of a hybrid Service, or to support Service continuity in handoff
from broadcast to broadcast due to broadcast signal degradation (e.g. driving through a tunnel).

7.1.5.1 Signaling for Staggercast Audio Representation

Staggercast is a robustness feature that can be optionally added to audio components. It consists
of delivering a redundant version of a main audio component, possibly coded with lower quality
(e.g. lower bitrate, number of channels, etc.) and with a significant delay ahead of the audio with
which it is associated.

Note: For live content, staggercast audio stream may be sent ahead of the main
audio stream by, for instance, taking advantage of the internal delay of encoding a
video GoP.
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Receivers that support Staggercast feature can switch to the Staggercast stream should main
audio become unavailable. The delivery delay between Staggercast audio and main audio should
be chosen high enough to provide robustness given the sufficient time diversity between both
audios.

7.1.5.2 Content ID for Content in ROUTE/DASH Services

When it is desired to associate a Content ID with linear content in an ATSC 3.0 Service which
uses ROUTE/DASH to deliver broadcast linear content, it shall be done as defined in DASH-IF
[12].

7.1.6  Service Signaling Delivery

Service Signaling of a Service shall be carried in an ALC/LCT transport channel as signaled in the
SLT.

7.1.6.1 Signaling Description Encapsulation

One or more Service Layer Signaling fragments, along with the metadataenvelope as defined in
MBMS [14] Section 11.1.3, shall be included in a multipart/related container per RFC 2387 [17].
The metadataenvelope fragment shall be the first object in the package. SLS fragments shall not
be embedded in the metadataEnvelope; “referenced” mode shall be used. See MBMS [14] Section
5.2.6. In this structure, the metadataEnvelope is used to provide the identification, versioning and
expiration of the associated SLS metadata fragments. The multipart/related package may be
compressed using the generic gzip algorithm specified in RFC 1952 [16] as content/transport
encoding. In addition, ATSC 3.0 receivers may utilize the template-based compression scheme as
specified in Annex D.

7.1.6.2 Signaling Description Filtering

When processing SLS fragments, ATSC 3.0 receivers are expected to utilize a filtering scheme by
inspecting the TOI field of the LCT header, which identifies the type of the Service Layer
Signaling fragment(s) contained within the referenced object and indicates the version of the
package containing one or more Service Layer Signaling fragment(s). The TOI field of the LCT
header shall be constructed according to the rules specified in Annex C. This enables quick filtering
for target LCT packets which carry Service Layer Signaling fragments of the desired type before
recovering whole Service Layer Signaling fragments from those packets. An Extended FDT
Instance transported in the LCT channel referencing broadcast SLS fragments with TOI=0 shall
be present. The TOI values in the Extended FDT Instance shall match the encoding specified in
Annex C.

7.1.7 Associated Procedure Description (APD)

The APD is an SLS metadata fragment containing information for use in conjunction with certain
parameters in the EFDT element of the S-TSID fragment (as described in Section A.3.3.2.6) to
govern the optional use by the receiver of the HTTP file repair functionality. The file repair
procedure corresponds to an HTTP request/response transaction whereby a receiver, unable to
acquire the entire object delivered by ROUTE, can request and obtain the missing data via
broadband from a file repair server.

The APD fragment provides temporal information, under the postFileRepair element, for the
receiver, if it wishes to perform the file repair procedure to obtain missing data. The @offsetTime
attribute of postFileRepair represents the time interval in seconds that the receiver shall wait,
after the end of transmission for the file of interest has occurred, before it can start the file repair
procedure. The means by which the receiver could determine the end of file transmission, and the
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associated time window within which it is allowed to perform file repair, are described in Section
7.1.7.2. The randomTimePeriod attribute of postFileRepair defines a time window within which
the receiver shall calculate a uniformly-distributed random value. This value represents an
additional wait time, after the initial, fixed delay conveyed by @offsetTime has transpired, by the
receiver before it submits the file repair request. The purpose of the random wait is to better ensure
statistically uniform distribution of file repair request traffic arriving at the file repair server, from
multiple receivers.

Details of the file repair procedure, which makes use of information in the APD fragment as
well as in the EFDT, are described in Section 8.3 below.

Table 7.3 contains the semantics of the APD fragment.

The APD shall be represented as an XML document containing an
AssociatedProcedureDescription root element that conforms to the definitions in the XML
schema that has the namespace:

tag:atsc.org,2016:XMLSchemas/ATSC3/Delivery/APD/1.0/

The definition of this schema is in an XML schema file, APD-1.0-20170209.xsd,
accompanying this Standard, as described in Section 3.6 above. The XML schema xmlns short
name should be "apd".

While the indicated XML schema specifies the normative syntax of the APD element,
informative Table 7.3 describes the structure of the APD element in a more illustrative way.

The media type corresponding to fragments containing these files shall be as specified in
Annex H.4.

Table 7.3 Semantics of the Associated Procedure Description Fragment

Element or Attribute Name Use Data Type Description
AssociatedProcedureDescription Root element of the Associated Procedure
Description.
PostFileRepair 1 Container for the temporal parameters
pertaining to the file repair procedure.
@offsetTime 0.1 |unsignedLong |A first wait interval for the receiver related to
the file repair procedure.
@randomTimePeriod 1 unsignedLong  |A second wait interval for the receiver
related to the file repair procedure.

7.1.7.1 APD Semantics

The following text specifies the semantics of the elements and attributes in the APD fragment.

AssociatedProcedurebescription — Root element of the Associated Procedure Description.

PostFilerepair — Container of temporal information that govern the start time of the file repair
procedure.

@ffsetTime — A time interval in seconds that the receiver shall wait, after broadcast file
transmission has ended, before it can begin the file repair procedure. When this attribute is
absent or set to "0", the receiver should not employ a wait time before computing a random
time within the time window given by @randomTimePeriod to initiate the file repair request.

@randomTimePeriod — After the fixed delay conveyed by @offsetTime has transpired, this
attribute, as part of the file repair procedure, defines a time window in seconds within which
the receiver shall calculate a uniformly-distributed random value. The value of
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@randomTimePeriod represents an additional wait time by the receiver before it is permitted to
to initiate the file r